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Abstract

Vehicle-to-vehicle (V2V) communication is a potential method to improve road

safety, and reduce car accidents by informing drivers about the danger ahead. In

V2V communication, vehicles broadcast beacon and (event-driven) safety messages

to exchange information. Safety applications based on the dedicated short-range

communication (DSRC) in vehicular networks have very strict performance require-

ments for safety messages (in terms of delay and reliability). However, meeting the

reliability requirement is challenging due to the effect of packet collisions caused

by hidden terminals and direct collisions, especially at high vehicle density. In this

thesis, we analyse, design, and develop different techniques to improve the reliability

of vehicular safety applications.

In a multi-hop broadcast, we propose a generic probabilistic forwarding scheme

that achieves the requirements for safety messages, is compatible with the IEEE

802.11 broadcasting protocol, and inherits some of the best features of solutions

proposed so far for vehicular safety applications. We then develop a unified and

comprehensive analytical model to evaluate the performance of the proposed scheme

taking into account the effect of hidden terminals, direct collisions, vehicle densities

and the spatial distribution of the multiple forwarders, in a one-dimensional highway

scenario. To the best of our knowledge, the proposed model is the first comprehen-

sive analytical model in V2V networks, and considers multiple aspects ignored in

the previous models in the literature. The proposed model is compatible with both

the single-class IEEE 802.11p EDCA and the IEEE 802.11p MAC protocol. The

accuracy of the proposed model is confirmed by extensive simulations using real

traffic traces.



In a single-hop broadcast, we investigate the effect of the beacon rate on the

network performance of safety messages, and develop an optimization problem to

recommend optimal beacon rates based on a utility maximization framework. The

message utility is constructed to account for the reliability requirement of safety mes-

sages and maintain the accuracy of neighbourhood information collected by beacons.

In the literature, there is a need for a comprehensive framework to suggest beacon

rate considering the effect of hidden terminals, direct collisions, the requirements

of safety messages, and the accuracy of neighbourhood information collected by

beacons. The proposed framework fulfils this requirement and therefore has many

advantages over prior proposals. Besides, by means of the proposed models, we sug-

gest effective broadcast protocols and provide optimal designs for both multi-hop

broadcast and single-hop broadcast protocols that can satisfy the strict requirements

of safety applications.
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“If we knew what it was we were doing, it would not

be called research, would it?”

Albert Einstein

1
Introduction

1.1 Motivation

Since the beginning of automobiles, road accidents have become a serious problem

around the world. In the United States, the average number of deaths due to car

accidents was 36,000 annually from 1994 to 2012, according to the National Highway

Traffic Safety Administration (NHTSA, 2013). Similarly, in Australia, there have

been over 187,000 road fatalities since 1925, and car accidents cost about $27 billion

annually, which were reported by the Department of Infrastructure and Regional

Development (DIRD, 2016). In 2010, about 1.33 million people died globally due

to car accidents, making road incidents the eighth-leading cause of death (Bhalla

et al., 2014). Besides, in developing countries, approximately 1% to 5% of the total

GDP is spent on costs related to car accidents (Bhalla et al., 2014). This serious

issue has impacted both directly and indirectly many people’s lives. Therefore, a
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large number of researchers in industry and academia are motivated to develop new

technologies to improve road safety.

Research has shown that car accidents can be avoided to a large extent if drivers

receive warning information at least two seconds in advance (Vehicle Safety Com-

munications Consortium, 2005; Yuan, 1997). Nowadays, advanced technologies such

as vehicle-to-vehicle (V2V) wireless communications can be used to improve road

safety. In V2V communications, vehicles communicate with each other within a cer-

tain communication range and can exchange warning information about the danger

ahead. In addition, as the demand increases, V2V technologies will be affordable

in near future due to economies of scale. The National Highway Traffic Safety Ad-

ministration in the United States approximates that V2V devices and supporting

equipment would only cost about $341 to $350 per vehicle in 2020 (Harding et al.,

2014, page 58). Therefore, it is expected that road safety, in practice, can signifi-

cantly be improved by using V2V communications. In this thesis, we analyse, design,

and develop different techniques to facilitate safety applications in V2V networks.

1.2 Introduction

Dedicated Short Range Communication (DSRC) refers to the use of wireless commu-

nication among vehicles (V2V) or communication between vehicles and infrastruc-

ture (V2I) to improve the safety and efficiency of road traffic. V2V communication

raises interesting challenges for the research community due to high mobility, un-

stable topology and fast changing density (Yousefi et al., 2006). Each vehicle can

broadcast either a beacon or safety (also referred to as event) message at a time.

Beacon messages are periodically sent by every vehicle to inform others about its po-

sition, speed, and direction of movement. In contrast, safety messages are broadcast

to provide the drivers with emergency/safety related information and the danger

ahead, and only by those vehicles that are involved in an emergency situation.

There are two main types of V2V applications: safety and non-safety. Non-

safety applications provide drivers comfort and entertainment. Some examples of

non-safety applications are traffic information system, parking slot assistant, weather

2
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related information, and music download. On the other hand, safety applications

attempt to improve driver safety by exchanging information via safety messages

between vehicles. Examples of these applications include but not limited to: enter-

ing intersection warning, departing highway warning, obstacle discovery, and lane

change warning. Due to the critical nature of the information for safety applications,

the requirements for the network performance on reliability and delay for safety mes-

sages are very strict. It is required that at least 90% of vehicles (also referred to as

nodes) in the targeted area receive the information within a 100 ms delay (Hassan

et al., 2011; Harding et al., 2014, page 98). Meeting these requirements is challeng-

ing due to the high mobility, unstable topology and fast changing density in V2V

networks (Yousefi et al., 2006). In this thesis, we focus on safety applications due

to their significant impact on both social and economic aspects.

The physical (PHY) and medium access control (MAC) layer standards for

DSRC are specified in IEEE 802.11p (IEEE Standard 802.11, 2012). The IEEE

802.11p MAC is defined based on a Carrier Sense Multiple Access/Collision Avoid-

ance (CSMA/CA) principle. In the IEEE 802.11p MAC layer, the Distributed Coor-

dination Function (DCF) is the fundamental access mechanism, and the Enhanced

Distributed Channel Access (EDCA) is commonly used to support service differen-

tiation. The impact of MAC layer contentions on the performance of safety message

broadcast is one of the main topics studied in this thesis.

1.2.1 Major Challenges

The major challenges for vehicular safety applications considered in this thesis are

described as follows.

Disseminating safety messages using V2V communications can adopt a one-hop

(also referred to as single-hop) broadcasting method. The use of one-hop method

can satisfy the delay but not the reliability requirements (Huang et al., 2010; Luong

et al., 2014). This is because the reception of safety messages is seriously affected

by packet collisions, especially at high vehicle density (Hassan et al., 2011). Packet

collisions happen when multiple transmissions overlap in time at a receiving node.

There are two types of collisions: direct and hidden. Direct collisions are caused

3
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when nodes that are within the transmission range of each other start transmitting

their messages at (almost) the same time. In contrast, hidden collisions are caused

by nodes that are outside the range of each other (i.e., hidden), whose packet trans-

missions might overlap in time. In V2V broadcasting, hidden collisions are known

to be the main cause for the degradation of reliability (Hassan et al., 2011; Ma et al.,

2012). Therefore, there is an urgent need for the development of methods to reduce

the impact of packet collisions and to improve the reliability.

Multi-hop broadcasting methods can be used to improve the reliability in V2V

communications (Luong et al., 2016). Developing an analytical model for a multi-

hop broadcast is needed to study the effect of multiple network parameters on the

performance, but it is challenging. This is because in the multi-hop broadcast, there

are multiple potential forwarders and receivers. Each potential receiver-forwarder

pair has its own set of hidden nodes. In multi-hop broadcast communication, the

network changes over space and time which is difficult to model and makes the

analysis of hidden node collisions even harder. Furthermore, identifying the spatial

distribution of forwarders that determines the distribution of hidden nodes is also

challenging. In this thesis, we develop an analytical model to evaluate the network

performance of a generic probabilistic forwarding scheme for multi-hop broadcasting.

Finally, beacon messages affect significantly the network performance of vehic-

ular safety applications, as beacons are the main traffic in the network, and safety

messages and beacons share the same channel. Identifying appropriate beacon rates

is challenging. On one hand, a high rate of beacons can degrade the reliability of

safety messages due to an increase in packet collisions. On the other hand, a low

rate of beacon messages may not provide an accurate and up-to-date neighbourhood

information, where the accurate neighbourhood information is required to support

safety applications. Besides, due to the significant effect of hidden nodes in V2V

communications, identifying appropriate beacon rates becomes more challenging.

Therefore, there is a need for capturing the effect of beacon rate on the network

performance with hidden nodes, and suggest appropriate beacon rates.
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1.3 Scope of the Study

The objective of this research is to improve the reliability of broadcast for V2V

safety applications. In this thesis, we will investigate three main research questions

described as follows.

1.3.1 Broadcast Protocols

How to disseminate messages in V2V safety applications that can satisfy the strict

requirements of delay and reliability? To answer this, we first study the network

performance of one-hop and multi-hop broadcast based on the IEEE 802.11p MAC

protocol. From the obtained results, we provide observations and further insights for

exchanging information in V2V communications. Our results show that multi-hop

broadcast protocols, when appropriately tuned, clearly outperform the single-hop

protocols. Then, we propose a generic multi-hop probabilistic forwarding scheme

that can significantly improve the reliability, while retaining the best features of

various existing multi-hop broadcasting protocols.

1.3.2 Performance Analysis

How the network performance of broadcast protocols for vehicular safety applica-

tions are affected by the choice of parameters and network conditions? To answer

this, we develop an accurate analytical model to evaluate the network performance of

both single-hop broadcast and the proposed generic probabilistic forwarding scheme

with different vehicle densities and parameter values. The proposed model takes

into account the key factors that affect the network performance such as hidden ter-

minals, direct collisions, vehicle densities and the spatial distribution of forwarders

in a multi-hop broadcast. We then extend the proposed model to capture the effect

of message prioritization using contention windows on the network performance.

1.3.3 Beacon Rate Optimization

Beacon messages constitute the main traffic in vehicular networks. The beacon rate,

therefore, will significantly affect the network performance. How does a beacon rate

5



1.4. Contributions

impact on the performance? How to identify an optimal beacon rate for a given net-

work context? How much the network performance of V2V safety applications can

be improved by using optimally designed beacon rate? To answer these questions,

we first develop an analytical model to investigate the effect of beacon rate on the

network performance. We then develop a framework to suggest optimal beacon rate

based on a utility maximization. In addition, by means of the proposed framework,

we suggest the optimal broadcast protocol and the optimal values of parameters (e.g.

contention window, beacon rate) based on the network conditions such as vehicle

densities.

1.4 Contributions

To improve the broadcast performance in vehicular networks, we analyse, design

and develop different techniques for V2V enable safety applications. The original

contributions made by this thesis are summarised as follows.

1.4.1 Generic Probabilistic Forwarding Scheme

We propose a generic probabilistic forwarding scheme to disseminate messages in

V2V networks for both safety and non-safety applications. Specifically, the proposed

scheme assigns an appropriate probability for every vehicle to retransmit safety

messages. It inherits some of the best features of other broadcast schemes in the

literature, while retaining simplicity and robustness. Multiple existing probabilistic

broadcasting schemes in the literature can be obtained from the proposed generic

scheme as special cases by varying its parameters.

1.4.2 Performance Analysis of a Single-hop Broadcast

We develop a comprehensive analytical model to evaluate the network performance

of single-hop broadcast for safety applications. Specifically, the proposed model is

compatible with both the single class IEEE 802.11p EDCA and the IEEE 802.11p

DCF MAC protocols. The effect of direct collisions, hidden terminals, vehicle den-

sities, and the details of the back-off process is taken into account in the analysis of
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the proposed model. Besides, the analytical model can be used in an unsaturated

network condition where a vehicle may or may not always have a message to send.

The accuracy of the model is confirmed by simulation with real traffic traces.

Note that developing an analytical model to evaluate the network performance of

a single-hop broadcast is important although the single-hop broadcast cannot satisfy

the safety requirements via using the default values suggested by the standard. This

is because the proposed analytical model can be used as a reference for comparing

the analytical model of the proposed multi-hop broadcast later.

1.4.3 Performance Analysis of a Multi-hop broadcast (i.e.

the Generic Probabilistic Forwarding scheme)

We develop a comprehensive analytical model to evaluate the network performance

of a generic probabilistic forwarding scheme for vehicular safety applications in a

multi-hop broadcast setting. The model is compatible with both the single class

IEEE 802.11p EDCA and the IEEE 802.11p DCF MAC protocols. The model

can be used to evaluate the network performance for several multi-hop broadcast

schemes in the probabilistic forwarding group. To the best of our knowledge, the

proposed work is the first comprehensive analytical model for multi-hop broadcast

in V2V networks, taking into account hidden terminals, direct collisions, the details

of backoff process in the analysis of direct collision, vehicle densities, the spatial

distribution and the effect of multiple forwarders. In contrast to the single-hop

broadcast where packet collisions happen only between beacon and safety messages,

in the multi-hop broadcast, packet collisions may also occur between safety messages.

Our model can capture this effect. The accuracy of the model is validated by

extensive simulations using real traffic traces.

1.4.4 Transmission round approximation

To overcome the challenges of multiple forwarders when evaluating the network per-

formance of a multi-hop broadcast protocol, we introduce a transmission round ap-

proximation that works accurately in the multi-hop broadcast setting. The proposed
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model is then validated by multiple forwarding schemes, different vehicle densities,

and different values of coefficient to control the number of forwarders.

1.4.5 Model Simplification

A simplified model is proposed to reduce the complexity while ensuring high accu-

racy, except at extremely high vehicle densities. The simplified model considers all

relevant factors such as hidden terminals, direct collisions, vehicle densities, and the

spatial distribution of forwarders. The simplified model can be used to evaluate the

performance of both the single-hop and multi-hop broadcast protocols.

1.4.6 Contention-Window Priority

We study the effect of contention window on the network performance of the multi-

hop broadcast protocol and provide further insights. In addition, we extend the

model simplification to evaluate the performance of a multi-hop broadcast protocol

where messages are classified into multiple priority groups using contention windows.

1.4.7 Optimization of Beacon Rate

We investigate whether single hop broadcast can also satisfy the stringent require-

ments of safety applications if the beacon rates were appropriately designed. We

develop an optimization problem to seek optimal beacon rates based on a utility

maximization framework, and investigate the effect of beacon rate on the network

performance. The message utility takes into consideration the reliability of safety

messages and the accuracy of neighbourhood information. Our results show that by

using optimal beacon rates computed using the optimization problem, a single-hop

broadcast can indeed satisfy the safety requirements. To the best of our knowledge,

there is no existing work in the literature that considers all of the critical issues, viz.,

direct collisions, hidden terminals, and vehicle densities together for finding optimal

beacon rates.
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1.4.8 Optimal designs

By means of the analytical models mentioned earlier, we suggest effective broadcast

protocols and provide optimal designs for both multi-hop broadcast and single-hop

broadcast protocols. Our results show that both multi-hop and single-hop proto-

cols can satisfy the strict requirements of safety applications by using appropriate

parameters and broadcast schemes.

1.5 Organisation of the thesis

Fig. 1.1 describes the structure of the thesis and highlights the main contributions

in brief for each chapter. Specifically, the remaining chapters of the thesis are

structured as follows.

In Chapter 2, we first present the background information for vehicle-to-vehicle

safety applications, and then review the related works for broadcast protocols, per-

formance analysis, and beacon rate adaptation in vehicular safety applications. In

addition, the limitations of some existing works are highlighted.

In Chapter 3, we propose a generic probabilistic forwarding scheme to re-transmit

safety messages. Then, we develop a comprehensive analytical model to evaluate the

network performance of both the generic probabilistic forwarding scheme and the

single-hop broadcast scheme in V2V networks. In this chapter, we also introduce the

transmission round approximation that works effectively in the performance analysis

of a multi-hop broadcast protocol. Then we validate the model and provide further

insights.

In Chapter 4, we provide a simplification of the comprehensive model while

retaining its high accuracy. Then, we propose two extensions for the simplified

model to improve the reliability of V2V safety applications, by optimizing the rate

of beacon messages, and using the priority of contention window.

In Chapter 5, we provide optimal designs for both the single-hop and multi-hop

broadcast protocols. Specifically, based on the network context, we suggest optimal

broadcast protocol and parameter settings that satisfy the requirements of safety

applications. By means of the proposed model, we provide insights and a comparison
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Chapter 01

Introduction

Chapter 02

Literature review

Chapter 03

· Generic probabilistic forwarding scheme

· Performance analysis

· Transmission round approximation

Chapter 04

· Model simplification

· Two extensions for the model:

            + Optimization of beacon rate

            + Priority of contention window

Chapter 05

Optimal designs

Chapter 06

Conclusion

Figure 1.1: The thesis structure.
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between different techniques.

In Chapter 6, we summarise our work, discuss the main observations, results,

and insights presented in this thesis. Besides, we identify the limitations and suggest

potential directions for the future works.

1.6 Publications

Most of the work presented in this thesis has been published. My publications

related to this thesis are as follows.

• H. P. Luong, S. H. Nguyen, H. L. Vu and B. Q. Vo “One-hop vs. multi-hop

broadcast protocol for DSRC safety applications”, in Proc. 15th IEEE Inter-

national Symposium on a World of Wireless, Mobile and Multimedia Networks

(WoWMoM), Sydney, Australia, June 2014.

• H. P. Luong, M. Panda, H. L. Vu and B. Q. Vo “Analysis of Multi-hop Proba-

bilistic Forwarding for Vehicular Safety Applications on Highways”, accepted

to IEEE Transactions on Mobile Computing, June 2016.

• H. P. Luong, M. Panda, H. L. Vu and B. Q. Vo “Beacon Rate Optimization

for Vehicular Safety Applications in Highway Scenarios”,under review of IEEE

Transactions on Vehicular Technology, 2016.
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“Learn from yesterday, live for today, hope for tomor-

row. The important thing is not to stop questioning.”

Albert Einstein

2
Literature Review

2.1 Overview

In this chapter, we review the relevant literature for V2V communications, especially

when it is related to safety applications. Several techniques to improve the network

performance in V2V are surveyed. First, in Sec. 2.2, we provide a brief background

on V2V technology for message dissemination. Next, in Sec. 2.3, we review the

existing techniques to improve the network performance of V2V safety applications.

In Sec. 2.4, a survey of existing work in the field of broadcast protocol is conducted.

Then, Sec. 2.5 summarises the literature of performance analysis that is classified

into unicast and broadcast communications. In Sec. 2.6, the current approaches to

congestion control for beacon traffic are presented. Sec. 2.7 points out the limitations

of the existing work. Finally, in Sec. 2.8, we summarise this chapter.
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2.2 Vehicle-to-vehicle Communication Technology

With the intention of improving road safety, several public and private organizations

have been established around the world to study vehicular networks. For example,

there are a number of groups such as the ITS Australia1, the Intelligent Transporta-

tion Systems - Joint Program Office2 in the USA, the Car 2 Car - Communication

Consortium3 in Europe, and the Vehicle Information and Communication System

(VICS)4 in Japan. These organizations have been studying for years to improve the

dissemination methods and technologies of V2V communications. In the following,

we provide a brief background on V2V technologies to disseminate messages.

2.2.1 Vehicle-to-vehicle Technology

There have been a large number of proposed communication methods for ITS com-

munication which are collectively called Communication Access for Land Mobiles

(CALM)5. These communication modes include Bluetooth, satellite, cellular, and

the Dedicated Short Range Communication (DSRC).

The current IEEE technology to support V2V communications is the Wireless

Access in Vehicular Environment (WAVE) (IEEE Standard 1609.0-2013, 2014). In

vehicular safety applications, there are two types of messages that are beacon and

safety messages. Each vehicle broadcasts periodically beacon messages to inform

other vehicles about its position, speed, and direction of movement. In contrast,

safety (also referred to as event) messages are broadcast to provide the drivers with

emergency/safety related information and the danger ahead, and only by those ve-

hicles that are involved in an emergency situation. In WAVE, beacon and safety

messages are WAVE Short Messages. The WAVE Short Message Protocol is pro-

vided to support priority and time-sensitive communications for WAVE Short Mes-

1The ITS Australia, http://www.its-australia.com.au/, accessed on October 30, 2016.
2The ITS-Joint Program Office, http://www.its.dot.gov/, accessed on October 30, 2016.
3The Car 2 Car-Communication Consortium, https://www.car-2-car.org/, accessed on Oc-

tober 30, 2016.
4The VICS, http://www.vics.or.jp/, accessed on October 30, 2016.
5The CALM, http://calm.its-standards.info/, accessed on October 30, 2016.
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sages. The WAVE standard includes the IEEE 1609 and the IEEE 802.11p. In

the IEEE 1609, multichannel operation can be supported to disseminate messages.

Specifically, the version of the IEEE 1609.1 (IEEE Standard 1609.1-2006, 2006) is

developed to support the resource manager. The security services are developed in

the IEEE 1609.2 (IEEE Standard 1609.2-2006, 2006). In the 1609.3 (IEEE Standard

1609.3-2007, 2007), addressing and routing services in networking services are taken

into consideration. In the 1609.4 (IEEE Standard 1609.4-2006, 2006), multichannel

mode is supported to disseminate information, where the 1609.4 is located on top

of the IEEE 802.11p.

In contrast to the IEEE 1609 which is concerned with multichannel operation,

the IEEE 802.11p (IEEE Standard 802.11, 2012) is concerned with medium access

control and physical layer issues on a given channel of operation. The IEEE 802.11p

is modified from the IEEE 802.11a which has been used widely to support Wifi

communications. Specifically, to provide vehicular communications with low delay,

the IEEE 802.11p is adjusted from the IEEE 802.11a in the specifications of both

medium access control layer (MAC) and physical layer (PHY). In this thesis, we

study message broadcasting using the dominant standard IEEE 802.11p to support

vehicular communications.

2.2.2 The IEEE 802.11p Standard

In the IEEE 802.11p, there are two main components: the PHY layer and the MAC

layer. The PHY layer can be divided further into two sub layers. The upper sub-

layer is used to communicate with the MAC layer. The lower sublayer is used for

data encoding and modulation. In the PHY layer, approximately 5.85 – 5.925 GHz

band is provided to send information. It is interesting to note that the PHY layer is

defined based on the Orthogonal Frequency Division Multiplexing (OFDM) in the

IEEE 802.11a PHY layer with some adjusted parameters to support vehicular com-

munications. Specifically, in the IEEE 802.11p, 10 MHz channels are used to replace

the 20 MHz channels; the data rate is reduced to half; and the timing parameters

are doubled. Besides, due to the characteristics of vehicular communications, the

range of communication is also longer.
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The IEEE 802.11p MAC is defined based on the Carrier Sense Multiple Ac-

cess/Collision Avoidance (CSMA/CA) principle, with the Distributed Coordination

Function (DCF) being the fundamental access mechanism, and the Enhanced Dis-

tributed Channel Access (EDCA) is used to support service differentiation.

In the IEEE 802.11p DCF, there is a single transmission queue, and a node

senses the channel to determine whether or not another node is transmitting before

sending a message. A message will be sent if the channel is idle for a constant

period of time called Distributed Inter-Frame Space (DIFS). Otherwise, the node

has to undergo a backoff process. In the backoff process, a node selects a random

backoff interval between [0,W ], where W is the contention window (CW), with

W = 2n − 1, n ∈ N, 0 ≤ n ≤ 15. Every node chooses a random backoff interval

which follows a uniform distribution. For each time slot when the channel is idle,

the backoff counter is decremented by one. The message is sent when the counter

reaches zero. The process of this random backoff can reduce the packet collisions

due to contention when multiple nodes are deferring to the same ‘channel busy’

event. During the backoff process, if another node within the transmission range

of the sender starts to transmit, the backoff counter is suspended. If the channel

becomes idle again for a constant DIFS period, the backoff counter is resumed with

the latest value of the backoff counter.

In contrast, the IEEE 802.11p EDCA is modified to support message prioritiza-

tion. Specifically, different from the IEEE 802.11p DCF, where messages have the

same priority, in EDCA, messages are classified into multiple priority groups with

four access categories (AC): background traffic, best effort, video, and voice (IEEE

Standard 802.11, 2012, page 820). In EDCA, messages in the classes of voice and

background traffic obtain the highest and lowest priorities respectively (see Table

2.1). In the IEEE 802.11p EDCA, a message will be sent if the channel is idle for a

period of time that is called the Arbitration inter-frame spacing (AIFS). A message

with a higher priority will be assigned a smaller Contention Window (W) and a

smaller AIFS. The default parameters for different access classes in 802.11p EDCA

are shown in Table 2.1. These values are taken from Table 8-105 in (IEEE Standard

802.11, 2012), together with the default values of Wmin = 15 and Wmax = 1023
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Table 2.1: Default parameters in the IEEE 802.11p EDCA.

Class Number Access Class Wmin Wmax AIFSN

AC BK Background Traffic (BK) 15 1023 7

(e.g., Beacon messages)

AC BE Best Effort (BE) 15 1023 3

AC VI Video (VI) 7 15 2

AC VO Voice (VO) 3 7 2

(e.g., Safety messages)

from (IEEE Working Group and others, 2010).

There is one minor difference in the backoff countdown process between EDCA

and DCF. In DCF, at the end of an idle slot, there is a case when both a backoff

countdown and a transmission occur at the same time, that is, when a backoff

countdown is decreased to zero and the channel is sensed idle. In EDCA, on the

other hand, either a backoff countdown or a transmission can occur (Bianchia et al.,

2007). In both EDCA and DCF, during the backoff process, the counter is decreased

when the channel is idle (IEEE Standard 802.11, 2012).

Each class in the EDCA, however, can be considered an enhanced variant of the

DCF despite the difference (IEEE Standard 802.11, 2012, page 820). Therefore, the

analytical models that are proposed in this thesis can be used for both the IEEE

802.11p DCF and a single class IEEE 802.11p EDCA.

Unicast and Broadcast protocols

The IEEE 802.11p can support both unicast and broadcast communication

modes. However, broadcast protocols are usually used in V2V communications.

In a unicast communication, there is only one destination. Different from the uni-

cast communication, in the broadcast mode, a number of destinations are observed.

Broadcast communication is more appropriate for safety applications, as multiple

vehicles can gain benefit from the safety related information. In addition, to re-

duce hidden node collisions, a unicast communication can use the Request-to-Send

(RTS)/ Clear-to-Send (CTS) mechanism, which is not used in a broadcast communi-

cation. From the modelling point of view, broadcast communication is significantly
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different from the unicast one, as hidden terminals in a broadcast communication

are more sensitive than those of a unicast communication.

2.3 Existing techniques to improve V2V Perfor-

mance

Packet collision is a serious issue in disseminating messages in vehicular communi-

cations. With the purpose of improving the reliability of broadcasting, there have

been many approaches in the literature to reduce the impact of packet collisions,

including the use of additional signalling prior to the broadcast (Korkmaz et al.,

2004; Ma et al., 2012; Ota et al., 2015), retransmissions (Panichpapiboon and Fer-

rari, 2008; Slavik and Mahgoub, 2010; Hassan et al., 2011), beacon rate adaptation

(Drigo et al., 2009; Le et al., 2011; Chaabouni et al., 2013), and message priorities

by using multi-class EDCA (Yao et al., 2013).

In this thesis, we will be focusing on the retransmissions, beacon rate adapta-

tion, and message prioritization, excluding the use of additional signalling. This

is because introducing additional signalling requires significant overhead or addi-

tional bandwidth. The literature for retransmissions, beacon rate adaptation, and

performance analysis are reviewed next.

2.4 Broadcast Protocols

In this section, we review the existing work for retransmissions (or broadcast proto-

cols) in the literature.

2.4.1 Classification

Broadcast protocols for vehicular communications with retransmissions can be clas-

sified into two types: one-hop, where the same vehicle will retransmit the message

multiple times (Hassan et al., 2011); and multi-hop, where other vehicles will retrans-

mit the received message (Füßler et al., 2004; Osafune et al., 2006; Wisitpongphan

et al., 2007). There are a number of surveys for the vehicular broadcast protocols
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Broadcast Protocol

One-hop

Delay-based Topology-based Probability-based

Dominating set Cluster-based

Multi-hop

Predetermined 

probability

Adaptive

probability

Figure 2.1: A classification of broadcast protocols for VANETs.

in the literature (Panichpapiboon and Pattara-Atikom, 2012; Chaqfeh et al., 2014;

Ahmed et al., 2014). In Fig. 2.1, we summarise the existing broadcast protocols

that can be used for V2V communications.

In one-hop retransmission, even though a message is typically retransmitted

multiple times by the same vehicle (Hassan et al., 2011), a single broadcast protocol

without any retransmissions can also be considered the simplest case in this group.

In the one-hop broadcast, the source retransmits a message based on a broadcast

interval time. The challenging question is how to choose the interval effectively. The

literature for one-hop retransmissions has been extensively reviewed in the survey

(Panichpapiboon and Pattara-Atikom, 2012).

In (Hassan et al., 2011), the source blindly retransmits a safety message several

times to improve the reliability. However, the problem with one-hop retransmissions

is that the boundary nodes still have a low probability of receiving the safety message

due to the high probability of packet collisions caused by hidden terminals, especially

at high density. Boundary nodes are nodes located (almost) at the boundary of

the transmission range of the source. During multiple retransmissions, the sets

of hidden terminals for the boundary nodes in the one-hop retransmission remain
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unchanged. Therefore, to improve the reliability, multi-hop retransmissions, where

different nodes retransmit the safety message, should be used, as the source and

retransmitting nodes have different sets of hidden nodes.

In multi-hop retransmission, the original idea is flooding in which every node

retransmits the message after receiving (Ho et al., 1999). However, the network

performance of the flooding scheme is not robust. For example, at low density, the

reliability of flooding seems to be reduced due to dis-connectivity (Cooper et al.,

2004). Therefore, in (Cooper et al., 2004; Hahner et al., 2003; Viswanath and

Obraczka, 2002) hyper-flooding schemes are proposed to solve the issue. Specifi-

cally, in a hyper-flooding scheme, each node will retransmit additionally when it

discovers a new neighbour. In contrast, at high density, both flooding and hyper-

flooding schemes may lead to the broadcast storm problem (Ni et al., 1999), where

a successful reception of safety message is prevented by high packet/frame colli-

sions, contentions, and redundancy. This is caused by many redundant forwarders

rebroadcasting messages. To alleviate this issue, several schemes in the multi-hop

group have been devised to reduce the number of forwarding nodes. Such multi-

hop schemes can be classified into three groups: delay-based, topology-based, and

probability-based.

2.4.2 Delay-based Multi-hop Scheme

In the delay-based scheme, every forwarding vehicle is assigned a delay-timer to

retransmit messages. This delay typically depends on the distance between its own

location and that of the sender node (Füßler et al., 2004; Wisitpongphan et al., 2007;

Osafune et al., 2006; Khakbaz and Fathy, 2008). In general, a forwarding vehicle

will use a smaller delay for a larger distance from the sender. In (Osafune et al.,

2006; Khakbaz and Fathy, 2008), a vehicle retransmits a message with a delay based

on the distance between itself and the sender. The paper also suggests a cancellation

method to reduce redundant forwarders. If a vehicle receives a message more than

one time and the locations of the senders are in the same region, the vehicle will

cancel its retransmissions. Besides, (Osafune et al., 2006) also adds a new feature,

called traffic congestion detection, to adjust the broadcast delay. Basically, the
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congestion for a vehicle is determined by the number of neighbours and the vehicle

speed. When the congestion is confirmed, vehicles increase their broadcast delays

to avoid packet collisions.

In (Khakbaz and Fathy, 2008), in addition to retransmitting messages based

on the delay timer, authors propose a feature to solve the network fragmentation

problem by identifying connection gaps. If a vehicle is in the direction of information

dissemination, it is defined in a connection gap if it does not receive any duplicate

messages from any other forwarders. To solve the network fragmentation, a vehicle

in a connection gap will keep the message and retransmit it when a new vehicle

moves into its communication range within the message lifetime.

In (Wisitpongphan et al., 2007), a vehicle retransmits a message with a time-slot

delay based on the distance from the sender, and the total number of time slots.

A node that has a higher distance from the sender will obtain a smaller number of

time slots to retransmit the message. Other similar works in the literature that also

use the time-slot delay to disseminate information can be found in (Tseng et al.,

2010; Schwartz et al., 2010).

Limitations

A delay-based scheme can be a good solution for broadcasting messages for non-

safety applications in V2V communications due to its simplicity and robustness. For

some safety applications where the delay requirement is extremely strict (e.g. 20 ms

(Harding et al., 2014, page 98)), a delay-based scheme, however, is not a good choice

as the scheme will add additional delay when transmitting messages.

2.4.3 Topology-based Multi-hop Scheme

Different from the delay-based approach, in topology-based schemes, a vehicle will

be chosen to forward messages based on the detailed neighbourhood information

(i.e. topology). In V2V communications, beacon messages provide the neighbour-

hood information for vehicles. Specifically, in TRADE (Sun et al., 2000), only the

furthest node is chosen to forward messages. The ID of the furthest neighbour is

implemented by piggybacking in a message sent by a vehicle. However, (Daraghmi

et al., 2013) points out that this protocol is not robust because the furthest node
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may not receive the message due to hidden terminal collisions and channel errors.

Therefore, instead of the furthest vehicles, it has been suggested to choose a higher

number of forwarders to broadcast messages (Stojmenovic et al., 2002; Zhang et al.,

2011). The topology-based schemes in the literature can be further classified into

Dominating Set and Cluster groups.

Dominating Set

In general, in a dominating set scheme, a node in the dominating set will be

selected to retransmit messages. A Dominating Set (DS) is a set where each node in

the considered network either belongs to this set or has a neighbour belonging to this

set (Stojmenovic et al., 2002). The dominating set is considered a promising method

that minimizes the number of forwarders while retains the coverage of broadcasting

area (Wu and Li, 2001). It is important to note that schemes in the DS approach

only gain high performance when the network is connected. In the literature, it

is also shown that the dominating set approach holds the potential to solve the

broadcast storm problem (Osafune et al., 2006; Lim and Kim, 2001). Examples of

dominating-set schemes can be found in (Stojmenovic et al., 2002; Liu et al., 2012;

Stojmenovic et al., 2012).

In (Stojmenovic et al., 2002; Liu et al., 2012; Stojmenovic et al., 2012), the

DS-based approach requires a collection of two-hop neighbourhood information via

beacon messages. Every vehicle in the network transmits periodically beacon mes-

sages to report its position, speed, direction of movement, and the list of one-hop

neighbourhood information. Different methods of determining DS will lead to dif-

ferent sets of nodes in the DS (Wu and Li, 2001), (Stojmenovic et al., 2002). In

(Stojmenovic et al., 2002), all nodes in the DS will be chosen as forwarders. Three

steps are used to identify the dominating set in (Stojmenovic et al., 2002) as follows.

• Step 1: A node is in the dominating set if it has at least two neighbours that are

not direct neighbours themselves (i.e., are not within the transmission range

of each other). The two following steps are used to eliminate the redundant

forwarders in the set. Note that the DS in (Stojmenovic et al., 2002) is close

to the minimum DS, not exactly the minimum DS.
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(a) Example graph (b) DS after applying step 1

(c) DS after applying step 2 (d) DS after applying step 3

Figure 2.2: An example to identify a dominating set.

• Step 2: After Step 1, let A,B ∈ DS. Let N(A), N(B) be sets of all neighbours

of node A and node B respectively. Remove A from the DS if N(A) ⊆ N(B)

and key(A) < key(B), where key(A) is given by (degreeA, xA, yA), degreeA is

the number of neighbours of A, and xA and yA are its two coordinates in the

planes. If N(A) = N(B), then xA and xB will be considered to remove either

A or B. If xA = xB, then yA and yB will be compared.

• Step 3: After step 2, let B,D,E ∈ DS. Remove B if N(B) ⊆ {N(D)∪N(E)}

and key(B) = min{ key(B), key(D), key(E)}.

As an example, Fig. 2.2 demonstrates the details on how to identify a dominating

set by following the three steps proposed in (Stojmenovic et al., 2002). The example

graph is shown in Fig. 2.2a, while in Fig. 2.2b, Fig. 2.2c, and Fig. 2.2d, a dominating

set for the graph is identified after applying Steps 1, 2, and 3, respectively. In the

figure, a vehicle is represented by a node; the solid nodes are the nodes in the

dominating set. If two nodes are connected, there is a path connecting these two

nodes. As can be seen from the figure, if there is no packet collision, retransmitting

nodes in the dominating set can cover the full network.

22



2.4. Broadcast Protocols

In (Liu et al., 2012; Stojmenovic et al., 2012), the set of forwarders is extended

to include both nodes in the DS and nodes outside the DS with high ranking. The

ranking is based on the information of geographical locations. In (Liu et al., 2012;

Stojmenovic et al., 2012), a node in the DS obtains a shorter time to retransmit

messages than a node outside the DS.

Clustering schemes

In the literature, multiple clustering schemes for VANETs have been proposed

(Zhang et al., 2011; Shea et al., 2009; Arkian et al., 2014; Ghodrati, 2013; Vegni

et al., 2012; Chen et al., 2015). Note that the clustering approach has been studied

widely in mobile ad hoc networks (Yu and Chong, 2005). In clustering schemes,

vehicles are classified into different clusters. A vehicle in a clustering scheme can be

one of three types: a cluster head, a cluster member, or a cluster undecided (Zhang

et al., 2011). In general, a cluster head will retransmit messages. A vehicle with

low mobility will be considered a cluster head. In an N-hop clustering, a cluster

head can send a message up to its N-hop neighbours. In other words, the maximum

number of hops between the cluster head and an arbitrary member is N.

In (Zhang et al., 2011; Shea et al., 2009), the cluster head identification considers

mobility. A node with the lowest aggregate mobility is chosen as a cluster head in

(Zhang et al., 2011). In (Shea et al., 2009), cluster heads are identified by minimizing

both the relative mobility and the distance to the cluster members. This paper

is based on the technique of Affinity Propagation proposed in (Frey and Dueck,

2007). In (Vegni et al., 2012), cluster heads are selected to minimize the number of

forwarders by utilizing the distance between vehicles and the time delay.

Limitations

The topology-based schemes that are based on the neighbourhood information

can be a good solution for disseminating information in the network regarding the

network resources. However, this approach may not work well in the high mobility

and fast changing topology in V2V networks (Yousefi et al., 2006). This is because

it will be challenging for a vehicle to obtain an accurate and up-to-date neighbour-

hood information. Therefore, the topology-based approach might suffer significant

performance degradation and does not represent the optimal choice for vehicular
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Table 2.2: Forwarding probability functions for schemes in the probability-based

group, where pb(x) is the forwarding probability, R is the transmission range, x is

the distance from the sender, c is a coefficient, and β is the vehicle density.

Scheme Controlling Forwarding probability

parameters function, pb(x)

(Slavik and Mahgoub, 2010), - pb(x) = const

(Fracchia and Meo, 2008)

(Wisitpongphan et al., 2007), Distance, pb(x) = x
R

(Slavik and Mahgoub, 2010) transmission range

(Panichpapiboon and Ferrari, 2008) Distance, pb(x) = e−
β(R−x)

c

transmission range,

vehicle density

safety applications.

2.4.4 Probability-based Multi-hop Scheme

The probabilistic approach inherits the simplicity of the delay-based scheme while

does not require the detailed topology information as in the topology-based ap-

proach. In the probabilistic approach, every vehicle is assigned a certain probability

to retransmit messages. The schemes in the probabilistic group can be divided fur-

ther into two groups: predetermined probability, and adaptive probability. In the

predetermined group, the probability for vehicles to transmit messages can be fixed

(Slavik and Mahgoub, 2010; Fracchia and Meo, 2008). In contrast, in the adaptive

group, the probability for vehicles to transmit messages can be adaptively deter-

mined based on receiver and/or network information (Wisitpongphan et al., 2007;

Slavik and Mahgoub, 2010; Panichpapiboon and Ferrari, 2008). In Table 2.2, we

summarise the forwarding probability functions to retransmit messages which are

proposed from schemes in the probabilistic group for V2V networks. A recent survey

for probabilistic broadcast schemes for a wider range of wireless ad hoc networks

has been reviewed in (Reina et al., 2015).

Specifically, in the adaptive probability approach, (Wisitpongphan et al., 2007;
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Figure 2.3: The forwarding probability for vehicles in the IF scheme with different

distances from the source and different values of coefficient c, given Tx = 200m.

Slavik and Mahgoub, 2010; Panichpapiboon and Ferrari, 2008) propose schemes

where the probability of becoming a forwarding node depends on the distance to

the source and/or the average number of its neighbours. The information can be es-

timated based on beacon messages. Specifically, (Wisitpongphan et al., 2007; Slavik

and Mahgoub, 2010) assign forwarding probability based on the distance between

vehicle’s location and that of the sender. A node that has a higher distance from the

sender will obtain a higher probability to retransmit messages. More generally, a

so-called Irresponsible Forwarding scheme has been proposed (Panichpapiboon and

Ferrari, 2008), where the forwarding probability is computed based on not only the

distance from the sender but also vehicle density. In (Panichpapiboon and Pattara-

Atikom, 2012), the network performance of the IF scheme has been studied, and the

results show that the IF outperforms the Weighted p-Persistence scheme proposed

in (Wisitpongphan et al., 2007).

In (Panichpapiboon and Ferrari, 2008), the IF scheme suggests that increasing

the distance from the source will increase the forwarding probability. This implies

that the farther nodes from the source should be more responsible for forwarding

messages, which can be seen from Fig. 2.3. This figure also shows the effect of co-
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efficient c on the forwarding probability. Given the same distance from the source

and vehicle density, increasing coefficient c will lead to an increase in the forwarding

probability (see Table 2.2). Besides, given the same distance from the source and

transmission range, a node will obtain different forwarding probabilities when the

vehicle density changes. Specifically, in sparse networks, a node will obtain a higher

forwarding probability than that in dense networks. Although Panichpapiboon and

Ferrari (2008) observe that a forwarding probability also depends on the value of

coefficient c, finding an optimal value for c in a given network scenario is not ad-

dressed in (Panichpapiboon and Ferrari, 2008). In this thesis, we provide optimal

values for c for multiple network conditions (see Sec. 5.3.2).

In the predetermined probability approach, all vehicles have a constant forward-

ing probability (Slavik and Mahgoub, 2010; Fracchia and Meo, 2008). Despite its

simplicity, these schemes show that their network performance highly depends on

network conditions such as vehicle densities and system parameters such as packet

sizes and date rates. Therefore, a fixed forwarding probability can only perform well

under a narrow range of scenarios (Slavik and Mahgoub, 2010).

Note that the neighbourhood information required in the probabilistic scheme is

not so sensitive to the topology change, as it only requires the information of one-

hop neighbours. This is in contrast to the topology-based approach, where detailed

topology information of the two-hop neighbourhood is required.

In this section, we have reviewed the related works with a focus on message

dissemination for vehicular safety applications. Due to the characteristics of V2V

communications such as fast-changing topology, high mobility, the probability-based

approach is a promising method. In Table 2.3, we summarise the existing broadcast

protocols for disseminating information in V2V communications.

2.5 Performance Analysis

There have been various analytical models developed in the literature to study the

performance of the IEEE 802.11 protocol and its variants. The IEEE 802.11 sup-

ports two modes, which are unicast protocol and broadcast protocol. Therefore, the
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Table 2.3: The existing literature for broadcast protocols that can be used for ve-

hicular communications.

Scheme One-hop
Multi-hop

Delay-based Topology-based Probability-based

(Hassan et al., 2011) X - - -

(Ho et al., 1999) - - - X

(Füßler et al., 2004) - X - -

(Wisitpongphan et al., 2007) - X - -

(Osafune et al., 2006) - X - -

(Khakbaz and Fathy, 2008) - X - -

(Tseng et al., 2010) - X - -

(Schwartz et al., 2010) - X - -

(Sun et al., 2000) - - X -

(Stojmenovic et al., 2002) - - X -

(Liu et al., 2012) - - X -

(Stojmenovic et al., 2012) - - X -

(Zhang et al., 2011) - - X -

(Shea et al., 2009) - - X -

(Arkian et al., 2014) - - X -

(Ghodrati, 2013) - - X -

(Vegni et al., 2012) - - X -

(Chen et al., 2015) - - X -

(Slavik and Mahgoub, 2010) - - - X

(Fracchia and Meo, 2008) - - - X

(Wisitpongphan et al., 2007) - - - X

(Panichpapiboon and Ferrari, 2008) - - - X

analytical models for the network performance of the IEEE 802.11 can be classified

into two groups: analytical models for unicast communication, and analytical mod-

els for broadcast communication. In Fig. 2.4, we summarise the current analytical

models in the literature for the IEEE 802.11.
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Analytical Model

Unicast

Markov Approach
Non-Markov 

Approaches

One-hop

(including one-hop 

retransmissions)

Multi-hop

(Only a few models)

Without 

Hidden Analysis

With

Hidden Analysis

Broadcast

Figure 2.4: A classification of analytical models for the performance of the IEEE

802.11.

2.5.1 Analytical Models for Unicast Communication

For unicast communication where there is a single destination per source, a large

number of analytical models have been proposed in the literature (Bianchi, 2000;

Hadzi-Velkov and Spasenovski, 2003; Lee et al., 2006; Tay and Chua, 2001; Tickoo

and Sikdar, 2004; Xiao, 2003). Among them, a Markovian model was first proposed

in a seminal paper by Bianchi (Bianchi, 2000). The model accurately estimates

the throughput of a 802.11 DCF network in a saturated network condition where

every node always has packets to send. The key approximation in this paper is that

every packet has a constant and independent collision probability. This model is

a dominant approach for modelling the 802.11 protocols that inspires many other

related works. However, the Bianchi model (Bianchi, 2000) cannot deal with hidden

terminals. In (Alazemi et al., 2007; Dao and Malaney, 2008; Ling et al., 2007; Malone

et al., 2007; Zhai et al., 2004), the Bianchi’s approach is extended to the unsaturation

condition, by calculating the probability that each vehicle has a message to send.

Specifically, in (Alazemi et al., 2007), authors analyse the system where nodes may
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have an asymmetric finite of arrival rate, taking into account the heterogeneous

nature of the wireless access points. In (Dao and Malaney, 2008), a new Markov

approach is proposed to improve the analysis of the post backoff process.

There exist other non-Markovian approaches for both saturated and non-saturated

networks (Sakurai and Vu, 2007; Xie and Jiang, 2010; Kim and Hou, 2003; Tickoo

and Sikdar, 2008). Specifically, in a saturated network condition, the access delay

in the IEEE 802.11 DCF MAC is analysed by using a detail stochastic model in

(Sakurai and Vu, 2007). In (Xie and Jiang, 2010), authors analyse the system delay

in both the constant and the Poisson arrival processes. In this paper, the delay

bounds are provided by using the stochastic network calculus that is also used in

(Fidler, 2006; Bredel and Fidler, 2009; Xie and Jiang, 2009; Goyal and Vin, 1997). In

an unsaturated condition, to improve the system throughput, authors in (Kim and

Hou, 2003) develop an analytical model to evaluate the current network utilization

and suggest an appropriate scheduling delay to defer transmission of the current

pending frame. In (Tickoo and Sikdar, 2008), the delays and channel access time

are studied. Tickoo and Sikdar (2008) evaluated the network performance by using

a queueing model where each node is modelled as a discrete time G/G/1 queue in

an unsaturated network condition.

2.5.2 Analytical Models for Broadcast Communication

The aforementioned models for unicast communication, however, cannot be used

or extended straightforwardly for modelling multi-hop broadcast communication

(Yin et al., 2013; Hafeez et al., 2013). As mentioned earlier, with multi-hop, there

are many potential forwarders and receivers, each forwarder-receiver pair has its

own set of hidden nodes. Consequently, the collisions due to hidden terminals are

relatively difficult to model. In addition, the network changes over space and time

due to multi-hop forwarding which itself is difficult to model and makes hidden node

analysis even harder. For this reason, there have been much less work on modelling

of multi-hop broadcasting.

A summary of existing representative models for broadcast protocols is given in

Table 2.4. In the table, we summarise the analytical models for both single-hop and
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Table 2.4: Comparison our model with other models in the literature.

Model Broadcast Single-hop Multi-hop Hidden Analysis Unsaturated MAC type

Ma and Chen (2007) X X - - - DCF

Fracchia and Meo (2008) X X X - X CSMA

Tahmasbi-Sarvestani et al. (2015) X X X - X a single class EDCA

Vinel et al. (2008) X X - - X DCF

Felemban and Ekici (2011) X X - - X DCF

Rao et al. (2008) X X - - X DCF

Hassan et al. (2011) X X - X X DCF

Yin et al. (2013) X X - X X DCF

Hafeez et al. (2013) X X - X X DCF

Chen et al. (2007) X X - X X DCF

Yao et al. (2013) X X - X X EDCA

Fallah et al. (2011) X X - X X DCF

Khabazian et al. (2011) X X X X X EDCA

Proposed model X X X X X DCF/a single class EDCA

multi-hop communications. In particular, (Ma and Chen, 2007; Fracchia and Meo,

2008; Tahmasbi-Sarvestani et al., 2015; Felemban and Ekici, 2011; Vinel et al., 2008)

and (Rao et al., 2008) are models for the IEEE 802.11 broadcasting protocol but

without considering the hidden terminal problem. Specifically, (Ma and Chen, 2007)

calculates throughput and packet delivery ratio in a saturated network by applying a

Markov chain model. (Tahmasbi-Sarvestani et al., 2015; Vinel et al., 2008) and (Rao

et al., 2008) consider network in an unsaturated condition. In (Tahmasbi-Sarvestani

et al., 2015), the packet error ratio is analysed by approximating via a fraction of the

number of missed packets and the total number of packets expected to be received.

(Vinel et al., 2008) proposes a model to calculate the probability of a successful

packet transmission, and studies the impact of beacon rate on the reliability. (Rao

et al., 2008) analyses the collision probability by using a two-state Markov chain.

In (Felemban and Ekici, 2011), authors proposed two analytical models to evaluate

the network performance under both saturated and unsaturated network conditions.

A Markov approach is used to analyse the performance in the saturated condition,

while in the unsaturated condition, authors suggest to use an iterative approach.

The models in (Hassan et al., 2011; Yin et al., 2013; Hafeez et al., 2013; Chen

et al., 2007; Yao et al., 2013) and (Fallah et al., 2011) consider a more realistic

network where the hidden terminal problem is modelled for an unsaturated network.
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However, these models are restricted to one-hop broadcasting which again is not

appropriate for evaluating the performance of multi-hop broadcast. Furthermore,

the hidden analysis in (Yin et al., 2013; Chen et al., 2007) and (Yao et al., 2013)

are based on a renewal-theory argument which is not entirely suitable for the hidden

collision analysis as pointed out in (Tsertou and Laurenson, 2008; Hassan et al.,

2011). Hafeez et al. (2013) propose a model to calculate the probability that a

node receives a message given a distance from the source, and the probability of

successful reception from all vehicles. Besides, this paper suggests an adaptive

algorithm to increase the system reliability by changing parameters (e.g. message

rate, transmission range) based on vehicle density.

Yao et al. (2013) analyse the reliability for the IEEE 802.11 EDCA where mes-

sages are set with different priorities according to different access classes. The

authors also claim that single-hop is unable to provide reliable communication for

safety applications. Fallah et al. (2011) give an insight into the effect of transmission

range and message rate on the performance. (Hassan et al., 2011) considers two sce-

narios in the one-hop retransmission: with and without retransmitting the message,

taking into account hidden terminal problem in an unsaturated network. In (Hassan

et al., 2011), authors suggest that retransmitting the message blindly several times

can indeed increase the reliability. Besides, the model proposed in (Hassan et al.,

2011) captures the performance well in terms of packet delivery ratio. However, the

drawback of this protocol is that the boundary nodes still have low probability to

receive messages due to the same hidden nodes during multiple transmissions. Using

different retransmitting nodes to cover different regions could help to increase the

reliability as the source and retransmitting nodes are likely to have different hidden

nodes.

In the multi-hop retransmission, there exists only one analytical model that con-

siders the hidden terminal problem (Khabazian et al., 2011). In this work, authors

propose an analytical model for multi-hop broadcast where every node is assigned

a delay timer to retransmit the message based only on the distance to the sender.

Nevertheless, this model ignores the detailed operation of the 802.11p MAC protocol

(i.e., the backoff process) by assuming that the backoff time is part of the message
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inter-arrival time. However, the backoff delay depends on the level of congestion in

the network which in turn is a function of the number of competing nodes and the

probability that a node has a message to send. The simplification in (Khabazian

et al., 2011) has led to a rather problematic observation where all nodes within the

transmission range of the sender would see the same collision probability indepen-

dent from the distance between their positions and the sender. As shown later in

our analysis, it is indeed not the case as a receiver farther from the sender has a

higher collision probability due to a larger number of hidden terminals. This fact

has also been observed in (Hafeez et al., 2013).

As can be seen from the literature, a comprehensive analytical model for multi-

hop broadcasting is still lacking due to the complexity in dealing with multiple

hidden nodes seen by both the source and various other retransmitting nodes. In

this thesis, we will fill this gap and propose a comprehensive analytical model for a

multi-hop broadcasting protocol in Chapter 3.

2.6 Beacon approaches

The effect of beacon messages on the network performance of vehicular safety ap-

plications is significant as beacon messages are considered the main traffic in the

network (Bouk et al., 2015). In addition, beacon and safety messages share the same

wireless channel which makes beacons have an even greater impact on the perfor-

mance. Using a fixed parameter such as a fixed beacon rate cannot satisfy the safety

requirements for all scenarios. For example, via a single-hop broadcast, the default

beacon rate of 10 messages/second can meet the safety requirements at low density

(e.g. 25 vehicles/km), but cannot satisfy the requirements at high density (e.g. 130

vehicles/km) (Luong et al., 2016). Therefore, to control data traffic congestion,

there is a need to adapt network parameters based on the network context.

Adapting network parameters is difficult, as the data congestion is affected by

multiple network factors such as vehicle density, messages size, and packet colli-

sions. Besides, in a large scale network, adapting these parameters becomes more

challenging, due to an increase in packet collisions (Taherkhani and Pierre, 2015;
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Congestion Control for Beacons
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Figure 2.5: A classification of beaconing congestion control for VANET.

Huang et al., 2009; Baldessari et al., 2010).

In the literature, the current work on beacon congestion control has been re-

viewed in recent surveys (Bouk et al., 2015; Ghafoor et al., 2013; Sepulcre et al.,

2011). For vehicular safety applications, congestion control for beacon messages can

be classified into four groups: transmission power, contention window, beacon rate,

or a combination of them. Fig. 2.5 shows a classification of the current representative

schemes for beacon congestion control.

2.6.1 Transmission Power

Various existing schemes for the beacon transmission power have been proposed

(Torrent-Moreno et al., 2009; Kloiber et al., 2012; Haghani and Hu, 2012; Artimy

et al., 2005; Rawat et al., 2011). However, these schemes do not consider the effect

of hidden terminals and direct collisions when adapting transmission power. In

(Torrent-Moreno et al., 2009), the power transmission level is controlled following a

strict fairness criterion. All vehicles obtain the same maximum transmission power

that can minimize the channel load sent by beacons. This paper uses the “water-

filling” approach to control the transmission power proposed in (Torrent-Moreno

et al., 2005; Bertsekas et al., 1992).

In (Kloiber et al., 2012), to avoid the chances of recurring packet collisions, the

transmission ranges of vehicles in the targeted area are selected randomly based

on a given probability distribution. To obtain the fairness, the mean and variance
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of the probability distribution are adjusted. In (Artimy et al., 2005; Rawat et al.,

2011), each vehicle estimates its local density and adapts the transmission range

dynamically based on the estimated density. Deviating from other work where the

transmission power is adapted based on the IEEE 802.11 MAC, the transmission

power adaptation in (Haghani and Hu, 2012) is based on the Dynamic Channel

Reservation (Lam and Kumar, 2010).

However, studying the effect of transmission power on the network performance

is out of scope of this thesis.

2.6.2 Contention Window

There are a few schemes in the literature to control beacon congestion by adjusting

contention window (Bouk et al., 2015). However, contention window significantly

affects the network performance (Stanica et al., 2011). For example, using a small

value of contention window will degrade the reliability due to an increase in direct

collisions (Stanica et al., 2011). In contrast, a large contention window will increase

the transmission delay. Therefore, there is a need to identify appropriate values of

contention window.

In (Balon and Guo, 2006; Stanica et al., 2011), contention window is adapted

to control data traffic congestion. Specifically, to detect the network congestion, in

(Balon and Guo, 2006), a vehicle analyses the sequence number of packets that were

received from its neighbours to obtain a reception rate. The contention window is

then adapted locally based on the reception rate. Stanica et al. (2011) study the

effect of contention window on the network performance, and propose a solution to

adapt contention window. Specifically, the contention window is adapted based on

a function of vehicle density and a parameter suggested from their simulations.

However, these schemes do not take into account the effect of hidden terminals

and direct collisions. In this thesis, we study the effect of contention window on the

network performance of vehicular safety applications, and proposed an analytical

model to evaluate the network performance when messages are classified into differ-

ent priority groups of contention windows (see Chapter 4). The proposed analytical

model considers hidden terminals, direct collisions, and vehicle densities. Besides, in
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Chapter 5, we suggest appropriate contention windows based on network parameters

that can satisfy the requirements of safety applications.

2.6.3 Beacon Rate

A number of schemes for beacon rate adaptation have been proposed in the lit-

erature. These schemes can be classified further into two groups: fixed rate and

adaptive rate.

In the fixed rate group, each vehicle broadcasts its own beacons regularly by a

predefined rate suggested by the European ITS system (Ghafoor et al., 2013). In

the cooperative active safety system (CASS), a fixed rate of 10 messages/second has

been suggested (Reumerman et al., 2005). However, at high density, a lower beacon

rate is suggested to reduce packet collisions. For example, at the high density of 130

vehicles/km, the channel experiences high data load and packet collisions, given the

default beacon rate of 10 messages/second (Luong et al., 2016). The challenging

question is how to identify an effective beacon rate where vehicles can obtain the

updated neighbourhood information while the safety requirements are still satisfied.

In fact, there is a trade-off between the accuracy of neighbour information and the

reliability for safety messages when varying the beacon rate. A low beacon rate can

cause imprecise neighbour information, but a high rate will decrease the reliability

for safety messages due to packet collisions.

Due to the fast-changing network context, a fixed-rate approach is not en-

tirely suitable for V2V communications. This is because different network contexts

(e.g. vehicle densities) require different beacon rates. Therefore, adapting beacon

rate based on the network context is needed to improve the network performance.

In the adaptive rate group, the schemes for beacon congestion control can be

divided further into two groups: schemes without considering vehicle density (Drigo

et al., 2009; Guan et al., 2011), and schemes with vehicle density (Le et al., 2011;

Chaabouni et al., 2013). Vehicle density is estimated by the number of one-hop

neighbours collected by beacons. In Table 2.5, we summarise algorithms for beacon

rate adaptation in the literature.

In (Drigo et al., 2009; Guan et al., 2011), beacon rate is adapted based on the
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Table 2.5: Comparison existing algorithms for beacon rate adaptation.

Paper Required parameter(s) Hidden collision Performance Year

effect analysis

Drigo et al. (2009) Channel load No No 2009

Guan et al. (2011) Channel busy time No No 2011

Le et al. (2011) Vehicle density, channel busy time No No 2011

Chaabouni et al. (2013) Vehicle density, the number of packet collisions No 6 No 2013

Schmidt et al. (2010) Vehicle density, vehicle speed No No 2010

Lv et al. (2012) Vehicle density, vehicle speed, reception rate No No 2012

Puthal et al. (2013) Vehicle density, channel usage No No 2013

estimation of the network load without considering vehicle density. Specifically, in

(Drigo et al., 2009), each vehicle locally estimates the channel load and monitors

the beacon rate based on the channel load estimation. To meet a target channel

load, beacon rate is adapted between the two pre-defined thresholds that are the

maximum rate and minimum rate. In (Guan et al., 2011), each vehicle locally

estimates the channel busy time as an indicator of network congestion. The beacon

rate is then adapted to ensure that the channel busy time does not exceed a pre-

defined threshold.

In (Le et al., 2011; Chaabouni et al., 2013; Schmidt et al., 2010; Lv et al., 2012),

and (Puthal et al., 2013), vehicle density is taken into account when adapting beacon

rate. In (Le et al., 2011), beacon rate is adapted based on both the channel busy time

and the vehicle density. Specifically, each vehicle adapts beacon rate individually

based on the following three steps: 1) observing the channel conditions during a

fixed monitoring interval, 2) estimating the channel load from the observed channel

conditions, and 3) adjusting beacon rate based on a proposed function in the next

monitoring interval. Beacon rate is adapted by a function of the vehicle density,

channel busy time, packet size, and channel bandwidth.

In (Chaabouni et al., 2013), each vehicle adapts its beacon rate based on the

estimated vehicle density, and the number of packet collisions recorded at its lower

layers. In Schmidt et al. (2010), a vehicle adapts beacon rate based on its own

6This algorithm only considers the number of packet collisions, obtained from vehicle’s lower

layers, which is simple and not comprehensive to study the effect of hidden collisions.
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movement information (i.e. speed, acceleration), and the information of surrounding

vehicles’ movement. Then, they provide a situation-adaptive-beaconing framework

to identify the optimal adaptation for beacons.

Lv et al. (2012) proposed an algorithm to adjust beacon rate based on vehicle

density, driving speed and the reception rate of messages. Specifically, each vehicle

locally estimates vehicle density and the reception rate based on the number of

beacon messages received from its neighbours during a time interval. In general,

beacon rate is reduced to increase the reliability when the reception rate is low and

the vehicle has a low driving speed. In (Lv et al., 2012), the channel estimation

is based on the sequence number mechanisms in proposed (Bouassida and Shawky,

2009). In (Puthal et al., 2013), each vehicle adapts beacon rate based on vehicle

density, and congestion level. Beacon rate is adapted based on a function of vehicle

density, channel busy time and the average outgoing data rate.

Limitations

However, these works do not study the effect of hidden terminals and direct

collisions. For beacon congestion control in V2V networks, to the best of our knowl-

edge, there is no work considering hidden terminals, direct collisions, and vehicle

densities when adapting beacon rate. In addition, there is no work analysing the

trade-off between the accuracy of neighbourhood information and the reliability of

safety messages for vehicular safety applications. In this thesis, we will fill the gap

and propose a framework to identify optimal beacon rates based on network pa-

rameters. The proposed framework in Chapter 4 is the first work in the literature

considering hidden terminals, direct collisions, and vehicle densities. Besides, the

proposed framework also analyses the trade-off between the accuracy of neighbour-

hood information and the reliability of safety messages when varying beacon rate.

2.6.4 Combination

In this section, we review a joint adaptation for beacon congestion control. In

(Rawat et al., 2011), transmission power and contention window are adapted based

on the observed rate of data collisions on the network. On the other hand, in

(Taherkhani and Pierre, 2015; Javed and Khan, 2014; Le et al., 2011; Qian et al.,
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2016), a combination of transmission power and transmission rate are monitored to

control the congestion. Specifically, in (Taherkhani and Pierre, 2015), congestion is

detected if the level of channel usage exceeds 70%. Then, the optimal parameters

of transmission power and rate are used to control the congestion. These optimal

values are obtained by a Tabu search algorithm via minimizing the delay and jitter.

In (Javed and Khan, 2014), transmission power and beacon rate are adapted

based on the estimation of vehicle density, and a time headway. Time headway is an

indication of the vehicle safety in a traffic situation, which is defined as the period

of time between a chosen vehicle passing a particular location on the road and the

following vehicle passing the same location (Ayres et al., 2001; Vogel, 2003). Time

headway becomes an important safety metric for drivers, as Taieb-Maimon and

Shinar (2001) suggest that at least 1.5 - 2 seconds of time headway is sufficient for

drivers to avoid a car accident.

In (Qian et al., 2016), a combination of transmission power and beacon rate are

monitored based on the traffic environment parameters. The future parameters are

predicted according to the current and historical parameters for traffic environment

such as the traffic density and vehicle velocity. In their system, there are two main

parts that are the offline part, to collect the statistics of historical traffic parameters,

and the online part, to detect the network congestion and adapt parameters.

In this thesis, we focus on controlling congestion control by identifying appro-

priate values of contention window and beacon rate for messages.

2.7 Limitations of Existing Work

In previous sections, we reviewed the literature for broadcast protocol, performance

analysis, and beacon congestion control that can be used for V2V communications.

In this section, the limitations of the current work for broadcast protocol, perfor-

mance analysis and beacon rate in the literature are pointed out. These limitations

also motivate us to propose our contributions in the field.
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2.7.1 Limitations of Existing Broadcast Protocol

As mentioned earlier, due to the characteristics of V2V communications (e.g. fast

changing topology, high mobility), the details of required neighbourhood informa-

tion (e.g. 2-hop neighbourhood information) in the topology-based schemes are not

entirely suitable for vehicular safety applications. Besides, the delay-based schemes

may not suitable for some safety applications that require a very strict delay (e.g. 20

ms (Harding et al., 2014, page 98)), as delay-based schemes will add additional

delay when forwarding messages. Therefore, in a multi-hop retransmission, the

probability-based approach is a promising method for message dissemination in ve-

hicular safety applications which will be studied in this thesis.

2.7.2 Limitations of Existing Performance Analysis

Through analysing existing works in the literature, we have learnt that there is a need

to develop a comprehensive analytical model to evaluate the network performance

of a multi-hop broadcast. Although various analytical models have been developed

in the literature to study the performance of unicast communication, these models

cannot be used to model a multi-hop broadcast communication (Yin et al., 2013;

Hafeez et al., 2013). This is due to the different characteristics between unicast and

broadcast communications. Firstly, in unicast, sender and receiver usually use the

RTS/CTS before sending a message to reduce the collisions. In contrast, RTS/CTS

is not used in broadcast communication. Secondly, hidden terminals in broadcast

mode are more sensible than that of in unicast communication as there are many

potential receivers.

Besides, in a broadcast communication, the existing models for single-hop broad-

cast cannot be used for multi-hop broadcast. In contrast to a single-hop broadcast,

there are many potential forwarders in a multi-hop broadcast communication. In

addition, the analyses of hidden terminals and direct collisions in a multi-hop broad-

cast is more challenging than those of in a single-hop broadcast.
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2.7.3 Limitations of Existing Adaptive Beacon Rate

To the best of our knowledge, in V2V communications, there is no scheme in the

literature that analyses the trade-off between the accuracy of neighbour information

and reliability of safety messages when adapting beacon rates. Besides, the existing

schemes do not take into account the effect of main factors such as hidden collisions

and direct collisions on the network performance. In this thesis, we develop an

optimization problem to suggest optimal beacon rate that considers both neighbour

information and reliability for safety messages. Besides, the proposed framework

analyses both the impact of hidden terminals and direct collisions on the network

performance.

2.8 Chapter Summary

In this chapter, we have reviewed the literature for message dissemination in vehic-

ular communications, especially for safety applications. The gaps and limitations

of the existing works in the literature have also been identified and discussed. In

the following chapters, we will develop a comprehensive analytical model, evaluate,

design and optimise parameters and compare performance of the V2V broadcasting

protocol in different scenarios.
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“Laughter is sweet when enjoyed alone. But it be-

comes sweeter when you enjoy it together with the

people around you. Your success must lead to the suc-

cess others.”

Israelmore Ayivor

3
Performance Analysis of a Generic

Probabilistic Forwarding scheme

3.1 Overview

In this chapter, we propose a generic probabilistic forwarding scheme to dissemi-

nate safety messages in a multi-hop broadcast vehicular network for safety applica-

tions. Then, a comprehensive analytical model is developed to evaluate the network

performance of that scheme based on the IEEE 802.11p protocol. The network

performance of a multi-hop broadcast is mainly affected by hidden terminals, di-

rect collisions and the spatial distributions of forwarders. Modelling a multi-hop

broadcast protocol is challenging because there are many potential forwarders and

receivers; each forwarder-receiver pair has its own set of hidden nodes and direct col-

lision area. The network changes over space and time due to multi-hop forwarding
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which itself is difficult to model and makes hidden and direct analyses even harder.

In addition, the spatial distribution of forwarders is also a question that should be

studied carefully. The aggregate hidden and direct collisions are therefore difficult

to model.

We only consider a one-dimensional highway network in this thesis as the traffic

environment varies dramatically depending on the type of roads (e.g. highway, urban

road, country road), which is difficult to incorporate in a single model. Besides,

the analytical model ignores vehicle mobility, which is a reasonable assumption as

vehicle’s mobility is negligible during the packet transmission time of less than 20ms.

The main contributions in this chapter are as follows.

• We propose a generic probabilistic multi-hop forwarding scheme for safety

applications that retains the best features of various existing schemes such as

the ones proposed in (Wisitpongphan et al., 2007; Panichpapiboon and Ferrari,

2008; Slavik and Mahgoub, 2010), and (Fracchia and Meo, 2008) (Sec. 3.4).

The proposed scheme remains simple and compatible with the IEEE 802.11p

DCF, and a single class IEEE 802.11p EDCA standard where messages are in

the same priority group.

• We develop a comprehensive analytical model to evaluate the network perfor-

mance of the proposed generic scheme (Sec. 3.5), in a one-dimensional highway

scenario. Our model takes into account the effect of vehicle densities, hidden

terminals, and the details of 802.11p back-off and carrier sensing mechanisms

in direct collisions in a multi-hop setting.

3.2 Motivation for the multi-hop probabilistic for-

warding scheme

In Fig. 3.1, we compare by simulations the Packet Delivery Ratio (PDR) that is a

performance measure defined later in Sec. 3.5 of a single-hop broadcast scheme and

two multi-hop broadcast schemes at different vehicle densities. In the single-hop

broadcast scheme, a safety message will be broadcast one time only by the source.
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Figure 3.1: The overall PDR for the Irresponsible Forwarding (Panichpapiboon

and Ferrari, 2008), Dominating Set (Stojmenovic et al., 2002) and the Single-hop

broadcast schemes.

In multi-hop broadcast schemes, a safety message will be retransmitted by other

chosen vehicles. A vehicle only retransmits a safety message maximum one time. In

other words, multiple copies of the same message are not forwarded. In multi-hop

broadcasting schemes, we choose the two representatives of the existing schemes in

the literature due to their simplicity and reasonably good performance (Luong et al.,

2014), namely the Dominating Set (Stojmenovic et al., 2002) in the topology group

and the Irresponsible Forwarding (IF) with coefficient c = 20 (Panichpapiboon and

Ferrari, 2008) in the probabilistic group as summarised in Chapter 2. Our simulation

results show that single-hop protocol can only satisfy the PDR requirement (i.e. ≥

90%) at low densities (e.g. < 65 vehicles/km). In contrast, multi-hop protocols

outperform the single-hop broadcast, and can satisfy the PDR requirement for safety

applications at all densities considered.

Besides, in contrast to the Dominating Set scheme, where detailed topology

information of the two-hop neighbourhood is required, the information required in

the IF scheme is not so sensitive to the topology change as shown later in Sec. 3.6.

This motivates us to study the probabilistic forwarding schemes represented by the

IF scheme in the multi-hop group.
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3.3 System Model and Assumptions

In this section, we describe the network scenario and assumptions that are used to

develop a tractable analytical model.

3.3.1 The Network Scenario

We consider one-dimensional highway scenarios where moving vehicles communi-

cate by broadcasting messages using either the IEEE 802.11p DCF or a single class

EDCA MAC protocol (IEEE Standard 802.11, 2012). All the vehicles use the same

transmit power (which is typically the maximum allowed transmit power as per the

802.11 standard). We develop an analytical model for studying the performance

of a generic probabilistic message forwarding scheme (Sec. 3.4), under which the

aggregate transmission process in the network is a highly complex spatio-temporal

branching process. In the literature, analysis has been done by assuming an exoge-

nous Poisson packet arrival process of given rate (Ma et al., 2012; Chen et al., 2007;

Khabazian et al., 2011). The problem addressed in this thesis is far more challenging

than that. The packet arrival process to the MAC queues of the nodes at any point

in time is a function of the probability of successful reception at the nodes, and its

effective distance from the sender. They, in turn, are dependent on the MAC layer

contentions as per the 802.11p protocol, leading to losses due to direct and hidden

node collisions and waiting times due to carrier sensing and backoffs.

3.3.2 Assumptions

In order to develop a tractable analytical model, we make the following assumptions:

A1 The vehicular network is one-dimensional (1D), where vehicles are uniformly

distributed on the road with density β.

A2 All nodes (or vehicles) have the same mean communication range and receiving

range, collectively called the communication range and denoted by R.

A3 Packet lengths are constant and equal for both beacons and safety messages.
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A4 All nodes are assumed to know the average vehicle density, β. There exist

several approaches in the literature to estimate the vehicle density such as

those mentioned in the survey paper (Darwish and Abu Bakar, 2015).

A5 There is at the most one safety message at any point in time as the rate of

safety messages is very small.

A6 All vehicles have the same rate to transmit beacon messages (e.g. 10 mes-

sages/second).

Note that A1 is commonly used in the relevant literature such as (Fallah et al.,

2011). In reality, vehicles can have different transmission ranges due to different

manufacturers, the effect of fading, interferences, and obstacles (Garca-Campos

et al., 2015). In A2, for simplicity, we assume that all vehicles have the same

transmission range. However, it still allows for randomness. At any given point in

time, different nodes can obtain different communication ranges due to randomness.

Over a long period of time, however, all nodes will experience the same mean com-

munication range. A2 can be justified by recalling our network scenario where all

nodes use the same transmit power. The importance of A4 is studied in Sec. 3.6.

In Sec. 3.6, we also discuss the impact of vehicle density when A4 is relaxed. In

A5, there is maximum one safety message at a time. However, multiple copies

of the same safety message could be sent by multiple vehicles when an incident

happens. Further note that our assumptions are consistent with the assumptions

used in (Wisitpongphan et al., 2007; Panichpapiboon and Ferrari, 2008; Slavik and

Mahgoub, 2010) and (Fracchia and Meo, 2008). Therefore, the proposed analytical

model in Sec. 3.5 can be used to evaluate the network performance of the schemes

listed in Table 3.1. In A6, all vehicles have the same rate to broadcast beacons. The

effect of beacon messages is studied in Sec. 4.3. In addition, the optimal beacon rate

given a network context is also provided in Sec. 4.3.

Remarks: Our analytical model can be easily extended to evaluate the network

performance when A3 is relaxed. However, investigating the effect of packet size is

out of scope of this thesis.
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3.4 Generic Probabilistic Forwarding Scheme

In this section, we propose a generic probabilistic forwarding scheme for safety ap-

plications in vehicular networks as follows. A safety message originates at a vehicle

called the source node, which broadcasts the message. Every vehicle that success-

fully receives the message for the first time, computes a forwarding probability and

re-broadcasts the message with that probability. For the simplicity, in this thesis, we

assume that all vehicles will use the same probabilistic forwarding function. Trans-

missions of both the safety messages and beacons follow the rules of IEEE 802.11p

(IEEE Standard 802.11, 2012), which include carrier sensing and random backoffs.

A node (or vehicle) may receive multiple copies of the same message, but the copies

are not forwarded.

Suppose that vehicle j successfully receives the message from vehicle i. Then

the forwarding probability computed by vehicle j, in general, is a function of

• Its distance from vehicle i, denoted by x,

• The average density of vehicles, denoted by β, and

• The mean communication range, denoted by R.

In this section, we propose a generic forwarding probability function that can

be adapted to obtain the specific forwarding probability functions reported in the

literature, and is given by

pb(x) = c1g(x, β,R, c2), (3.4.1)

where g(·) is a function to be appropriately chosen (see below), and c1 and c2 are

fixed parameters that can be adjusted to obtain various specific forms of forwarding

functions. The forwarding probability pb(·) is considered, essentially, to be a function

only of x, assuming β and R to be fixed parameters. Note that β and R are

mean values of the actual density and communication range that are in fact random

variables.

Table 3.1 shows that the specific forwarding probability functions reported in

(Wisitpongphan et al., 2007; Panichpapiboon and Ferrari, 2008; Slavik and Mah-

goub, 2010; Fracchia and Meo, 2008), can be obtained by choosing the function
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Table 3.1: Choice of functions h(·) and parameters c1 and c2 for different forwarding

probability functions.

Scheme Forwarding probability Choice of h(·), c1 and c2

function, pb(x)

Panichpapiboon and Ferrari (2008) pb(x) = e
−β(R−x)

c2


c1 = 1

1 ≤ c2 <∞

h(x, β,R) = β(R− x)

Wisitpongphan et al. (2007), pb(x) = x
R


c1 = 1

c2 = 1

h(x, β,R) = ln(R
x

)

Slavik and Mahgoub (2010)

Slavik and Mahgoub (2010), pb(x) = c1 = const


0 ≤ c1 ≤ 1

c2 →∞

h(x, β,R) <∞

Fracchia and Meo (2008)

Power Law pb(x) =
(
x
R

)α


c1 = 1

c2 = α

1 ≤ α <∞

h(x, β,R) = ln(R
x

)

g(x, β,R, c2) as

g(x, β,R, c2) = e
−h(x,β,R)

c2 , (3.4.2)

and then choosing the function h(·), 0 ≤ h(·) < ∞, and the parameters c1 and c2,

0 ≤ c1 ≤ 1, c2 ≥ 1, appropriately (see Appendix A for details). With the choice of

g(x, β,R, c2) as given by (3.4.2), it is easy to see that g(x, β,R, c2) is a monotonically

increasing function of c2, and one can think of c2 as a shape parameter of the function

g(x, β,R, c2) such that

lim
c2→∞

g(x, β,R, c2) = 1.

Similarly, one can think of c1 as a scale parameter such that c1 = 1 for all finite c2;

otherwise, if c2 → ∞, then c1 represents the constant forwarding probability of all

nodes.

Our generic scheme can also suggest certain new forwarding schemes not yet

47



3.5. Analytical Modeling

reported in the literature. For example, as shown in the last row in Table 3.1,

from our generic equations (3.4.1) and (3.4.2), one could derive a new probabilistic

forwarding scheme based on a power law function and is herein referred to as the

Power Law scheme.

3.5 Analytical Modeling

In this section, we develop an analytical model to obtain several performance met-

rics, namely the Packet Delivery Ratio (PDR), the probability that a node receives

the safety message given a distance from the source, and the mean delay until its

reception. The PDR is defined as the percentage of nodes in the transmission range

of the source that receives the safety message. The PDR is computed as the proba-

bility that an arbitrary node (i.e., a node located at an arbitrary point in the range

of the source) receives the message.

At the outset, let us clearly distinguish between the following probabilities:

• The probability that a node receives the safety message given its distance

from the source: this is a measure of how well the forwarding scheme performs

spatially.

• The probability that an arbitrary node receives the safety message: this is an

overall performance measure and is obtained by averaging the above probabil-

ity over all possible distances from the source.

• The conditional forwarding probability that a node forwards the message given

that it has successfully received the message: this is given by Eqn. (3.4.1).

• The unconditional forwarding probability that a node forwards the safety mes-

sage: this is the product of the probabilities that the node successfully receives

the message and then forwards it.

To simplify the analysis, we introduce a novel concept, which we call the trans-

mission rounds, and discuss it next.
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3.5.1 Transmission rounds

Let R1 denote the set of nodes that successfully receive the safety message for the

first time directly from the source. Let Ri+1, i = 1, 2, . . . , denote the set of nodes

that successfully receive the safety message for the first time from a node in Ri.

In reality, the transmissions by nodes belonging to different sets Ri and Rj, i 6= j,

can be randomly interspersed in time. For example, the transmission by a node

belonging to R2 may occur after the transmission by a node belonging to R3, or

they may overlap in time and space leading to collisions. The analysis of such

a process is intractable due to its combinatorial complexity. Our key simplifying

approximation is that

Approximation 1 (Transmission Rounds) The transmissions belonging to the

nodes in Ri+1 begin only after the transmissions belonging to the nodes in Ri have

finished.

Applying Approximation 1, we define the first transmission round R1 to consist

of the transmission of the safety message by the source, and define the (i + 1)th

transmission round, i ≥ 1, to consist of the transmissions of the safety message by

the nodes in Ri. Essentially, the nodes that receive the safety message in the ith

round are potential forwarders in the (i+1)th round. In this thesis, the performance

metrics will be obtained round-by-round and our numerical results later show the

high accuracy of this approximation. The various steps and sub-steps of analysis

are summarised in Fig. 3.2 and are explained next.

3.5.2 Overview of the analysis

3.5.2.1 Round 1

Consider the blocks corresponding to the first transmission round in Fig. 3.2. For a

node to successfully receive a message, it should be free from direct collisions as well

as hidden node collisions. It turns out that the analysis of hidden node collisions in

the first round requires only the beacon arrival rate λ because the original source of

the safety message is the only node having the safety message in the first round (by
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applying Assumption (A5)).

The analysis of direct collisions, however, requires the probability that an arbi-

trary node has a packet (in this case, a beacon) in its queue in a randomly chosen

MAC-level time slot, denoted by p1. The probability p1 depends on the beacon

arrival rate, λ, and the average service time, E[S1]. The average service time, in

turn, depends on the time spent in MAC contention for accessing the channel. Since

a node contends for channel access only when it has a packet in its queue, E[S1]

depends on the probability p1. Due to this inter-dependence between p1 and E[S1],

the probability p1 has to be obtained by solving a fixed-point equation as shown in

the two left-most blocks corresponding to the first transmission round in Fig. 3.2.

The probability that a node at a given distance x from the source successfully

receives the message, denoted by s1(x), is obtained by combining the analyses of

direct and hidden node collisions in Sec. 3.5.3. The PDR after the first round,

PDR1, is obtained from s1(x) by averaging over all x.

3.5.2.2 Round 2

The analysis of round 2 is more complicated than that of round 1 because there

are many potential forwarders of the message in round 2 who receive the message

directly from the source in round 1. The analysis of round 2 requires

1. The probability that a potential forwarder at distance f from the source has

successfully received the message from the source, which is given by s1(f),

computed in the analysis of the first round, and

2. The conditional forwarding probability of a potential forwarder, pb(f), which

depends only on its distance f from the source and is given by Eqn. (3.4.1).

However, given the location of a tagged receiver at distance x from the source, the

location f of the potential forwarder may belong to one of three regions:

R1: f ∈ [0, x],

R2: f ∈ (x,R], and

R3: f ∈ [−(R− x), 0).
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As explained further in Sec. 3.5.4, one must distinguish between the above three

regions for the location of the forwarder to be able to determine the locations of

the nodes whose transmissions can cause direct and hidden node collisions with the

transmissions of the forwarder at the tagged receiver. The blocks corresponding to

the second transmission round in Fig. 3.2 show only the analysis for region R1. The

analyses of regions R2 and R3 follow the same structure.

The analyses for all three regions are combined to obtain the probability that

a receiver located at a distance x from the source successfully receives the message

from one arbitrary forwarder in the second round, denoted by s2,1F (x). The average

number of forwarders in round 2 for a receiver located at x, denoted byNforwarder,2(x)

and computed in Sec. 3.5.4.4, together with s2,1F (x), then provide the probability

that a receiver at a distance x from the source successfully receives the message from

at least one of the forwarders in the second round, denoted by s2(x).

The PDR after the second round, PDR12, which corresponds to the fraction of

nodes that successfully receives the message either in the first round or in the second

round, is obtained from s1(x) and s2(x) (see Eqns. (3.5.35), (3.5.37) and (3.5.38)).

3.5.2.3 Round 3 and beyond

An accurate analysis of round 3 is much more challenging than that of round 2

because of the following reason.

In round 1, the source is the only node that can transmit the safety message. In

round 2, however, there are multiple forwarders. A receiver may successfully receive

the message for the first time in round 2 from any of these forwarders. The receivers

in round 2 are potential forwarders in round 3. However, it is highly difficult to

track the forwarder from which the message is successfully received for the first time

in round 2, and pass this information over to the analysis of round 3 so that the

conditional forwarding probabilities of the potential forwarders in round 3 can be

computed.

To overcome the above challenge, for each potential forwarder in round 3, we

compute an effective conditional forwarding probability, which is an average over all

possible locations of the forwarders in round 2 from which the forwarder in round
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3 might have received the message for the first time in round 2. The remainder of

the analysis for round 3 is very similar to that of round 2. The analyses of round

i, i ≥ 3, are identical. However, we stop at round 3 because the overall PDR after

round 3 turns out to be extremely close to the actual PDR for a wide range of

densities, which will be verified in the section of model validation (Sec. 3.6).

Next, we discuss the analysis of each round in detail.

3.5.3 Analysis of the first round

Without loss of generality, assume that the source is located on the 1D road at point

0. Let I0 denote the set of points within the range of the source. Let Ic0 denote the

complement of I0, i.e., Ic0 denotes the set of points outside the range of the source.

Consider a tagged receiver at a distance x from the source. There are two such

points, x and −x. Without loss of generality, we consider the point x, and let Ix

denote the set of points within its range. The analysis for the point −x is identical

to that for the point x due to symmetry.

The Direct Collision Area for the receiver at x w.r.t. the source’s transmission

is given by

DA1(x) = Ix ∩ I0,

which is the set of points within the range of both the receiver at x and the source.

Similarly, the Hidden Collision Area for the receiver at x w.r.t. the source’s trans-

mission is given by

HA1(x) = Ix ∩ Ic0,

which is the set of points within the range of the receiver at x, but outside the

range of the source. Note that the subscript ‘1’ in the notation DA1(x) and HA1(x)

represents the transmission round 1. Fig. 3.3 depicts the collision areas DA1(x)

and HA1(x). In the following, we analyse the direct and hidden node collisions

separately.
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Figure 3.3: Direct and hidden collision areas for a node with distance x from the

source.

3.5.3.1 Direct collision in round 1

Note that every packet transmission is preceded by a backoff time when time is

divided into the so-called backoff slots. For each head of the line packet in the

transmission queue, a random number of backoff slots is sampled uniformly between

0 and a positive integer called the contention window. A backoff counter is initialized

with this sampled random backoff. For every idle backoff slot sensed on the channel,

the backoff counter is decremented by one. The head of the line packet is transmitted

when the backoff counter attains the value 0.

The transmission of the source is free from direct collisions at the receiver located

at x if none of the nodes inDA1(x) begins transmission in the same slot as the source.

Let p1, 0 ≤ p1 ≤ 1, denote the probability that a vehicle has a packet in its queue

(i.e. non-saturated network) at an arbitrary time in the first transmission round.

Note that nodes other than the source can only have a beacon in their queue in the

first round. Let τ denote the probability that the vehicle attempts to transmit at

an arbitrary slot given that there is a beacon in its queue. Then, the probability

that the vehicle attempts a transmission at an arbitrary slot is equal to p1τ .

The probability that none of the vehicles in DA1(x) attempts a transmission

at an arbitrary slot is equal to (1 − p1τ)Ndirect,1(x), where Ndirect,1(x) denotes the

average number of nodes in DA1(x). Then, the direct collision probability for a

receiver located at x in the first round, denoted by D1(x), is given by

D1(x) = 1− (1− p1τ)Ndirect,1(x), (3.5.3)

which is equal to the probability that at least one node in DA1(x) transmits at the

54



3.5. Analytical Modeling

same time slot as the source. The computation of τ , Ndirect,1(x) and p1 is discussed

below.

Let W denote the contention window. The number of backoff slots before a

packet transmission is chosen uniformly randomly between 0 and W − 1. Then, the

average number of backoff slots per packet transmission, W , is given by

W = (W − 1)/2.

The probability that a vehicle attempts a transmission following an arbitrary backoff

slot given that the vehicle has a packet in its queue, can be computed by

τ = 1/(W + 1).

Let β denote the density, defined as the number of vehicles per unit of length

(e.g. vehicles per kilometer). Applying Assumptions (A1) and (A2), the average

number of nodes in DA1(x), except the source, denoted by Ndirect,1(x), is obtained

by

Ndirect,1(x) = β(2R− x)− 1. (3.5.4)

Let E[S1] denote the average packet service time in the first transmission round,

which is defined as the interval between the time when the packet (in this case, a

beacon) reaches the head of the queue and until the time it is either transmitted

successfully or suffers a collision; in either case, the packet is evicted from the queue.

Let λ denote the rate of arrival of beacons (e.g. in number of beacons per second).

Then, the probability that a vehicle has a beacon in its queue at an arbitrary time

is given by

p1 = λE[S1]. (3.5.5)

Computation of the Average Service Time E[S1]:

The service time consists of the backoff time, B1, and the transmission time, T , i.e.,

S1 = B1 + T, (3.5.6)

where B1 is defined as the period between the time the beacon reaches the head of

the queue until the time its transmission starts, and T is defined as the sum of the
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beacon transmission time, and one inter-frame spacing. T can be obtained by

T = tdata + tdifs, or T = tdata + taifs, (3.5.7)

where tdata is given by

tdata =
Packet Size

Data Rate
, (3.5.8)

and tdifs, taifs are the distributed inter-frame spacing (DIFS) for the DCF, and the

arbitration inter-frame spacing (AIFS) for the single class EDCA respectively, that

are physical layer parameters defined in the DSRC standard (IEEE Standard 802.11,

2012). The transmission time for beacon and safety messages are equal as they have

the same packet size.

Let U denote the random number of backoff slots sampled by a tagged node.

The counting down of the backoff counter may be interrupted in each of these U

backoff slots due to the transmissions by other nodes. Let Y1 denote the random

duration of interruption per backoff slot. Let l denote the duration of a backoff slot.

Then, B1 is approximated by

B1 =
U∑
n=1

(l + Y n
1 ), (3.5.9)

where Y n
1 , n = 1, . . . , U , are i.i.d. random variables having the same distribution as

Y1.

Clearly, if none of the other nodes transmits, then Y1 = 0; otherwise, Y1 = T

because each successful transmission or collision lasts for a duration T . Then, Y1 is

given by

Y1 =

 0 with (1− p1τ)Ntotal

T with 1− (1− p1τ)Ntotal
(3.5.10)

where Ntotal denotes the average number of other nodes in the tagged node’s range,

and is given by

Ntotal = β2R− 1. (3.5.11)

Therefore, the expected service time E[S1] is given by

E[S1] = E[B1] + T = (l + E[Y1])W + T, (3.5.12)
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where E[Y1] is given by

E[Y1] =
[
1− (1− p1τ)Ntotal

]
T. (3.5.13)

Clearly, the computation of E[S1] requires E[Y1], whose computation, in turn,

requires p1. As indicated by (3.5.5), the computation of p1 requires E[S1]. Due to

this inter-dependence between p1 and E[S1], the computation of p1 requires solving

a fixed-point equation.

3.5.3.2 Hidden collision in round 1

The transmission of the source is free from hidden node collisions at the receiver

located at x if none of the nodes in HA1(x) is already in the transmitting state when

the source starts transmitting and none of the nodes in HA1(x) starts transmitting

during the source’s transmission. We denote the probability of the former event by

p(Hb
1)(x) and that of the latter event by p(Ha

1 )(x), where the superscripts ‘a’ and

‘b’ represent ‘after’ and ‘before’, respectively.

The total number of nodes in HA1(x), denoted by Nhidden,1(x), is obtained by

Nhidden,1(x) = βx. (3.5.14)

We approximate the aggregate beacon transmission process by the nodes in HA1(x)

as a homogeneous Poisson process of rate λNhidden,1(x), where recall that λ is the

beacon arrival rate per node.1 Then, p(Hb
1)(x) and p(Ha

1 )(x) are given by

p(Hb
1)(x) = exp [−λTNhidden,1(x)] , (3.5.15)

and

p(Ha
1 )(x) = exp [−λtdataNhidden,1(x)] . (3.5.16)

The probability that the transmission of the source is free from hidden node

collisions at the receiver located at x is given by

p(Hb
1, H

a
1 )(x) = p(Hb

1)(x)p(Ha
1 )(x). (3.5.17)

1Here, we assume that λ is sufficiently small so that each node’s queue is stable. In that case,

the total arrival rate of beacons is equal to the total rate of transmission of beacons.
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3.5.3.3 Packet delivery ratio in round 1

The probability that a node at x successfully receives the message from the source

in the first round, i.e., without direct collisions and hidden collisions, is denoted by

s1(x) and given by

s1(x) = [1−D1(x)] p(Hb
1, H

a
1 )(x). (3.5.18)

By symmetry, the probability that a node at −x successfully receives the message

from the source in the first round is equal to s1(x). Then, the Packet Delivery Ratio

in the first transmission round, which is equal to the probability that an arbitrary

node in the range of the source successfully receives the message in round 1, is

obtained by averaging s1(x) over all possible values of x, i.e.,

PDR1 = s1 =
1

R

∫ R

0

s1(x)dx. (3.5.19)

3.5.4 Analysis of the second round

The nodes that successfully receive the message from the source in round 1 become

potential forwarders in round 2. In general, there are multiple forwarders in round

2 and a receiver successfully receives a message in round 2 if it does so from at least

one of the forwarders.

Consider a tagged receiver at point x. The potential forwarders from which it

can receive the safety message must be located in the interval [−(R − x), R], i.e.,

within its own range as well as within the range of the source. As pointed out in

Sec. 3.5.2.2, we must distinguish between the three cases when the location f of the

forwarder lies in three different regions R1, R2 and R3, given by

R1: f ∈ [0, x],

R2: f ∈ (x,R], and

R3: f ∈ [−(R− x), 0).

Such a distinction is necessary because, depending on whether f belongs to region

R1, or R2 or R3, the associated direct and hidden collision areas are defined accord-

ingly, as shown in Fig. 3.4.
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Figure 3.4: Direct and hidden collision areas in round 2 for different forwarder’s

positions. The source is at 0, the tagged receiver is at x and the potential forwarder

is at f .

Let s2,R1(x, f) denote the probability that the receiver at x successfully receives

the message in round 2 from exactly one forwarder at f in region R1. We define

s2,R2(x, f) and s2,R3(x, f) in a similar way. In the following, we explain the analytical

steps to obtain s2,R1(x, f). The steps to obtain s2,R2(x, f) and s2,R3(x, f) are very

similar.

3.5.4.1 Direct collision in round 2 when f is in region R1

Consider the case when the location of the potential forwarder f is in region R1.

We decompose the associated direct collision area, i.e., the interval [−(R−x), R+f ]

into the following two sub-regions:

NoReTx: This sub-region is the interval (R,R + f ] where the nodes lie outside the

range of the source and can only have a beacon. The nodes in this area cannot

re-transmit the message.

ReTx: This sub-region is the interval [−(R− x), R] where the nodes lie inside the

range of the source and might re-transmit the safety message or transmit a
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beacon.

We denote the probability that a node in the NoReTx area has a packet (in this

case, a beacon) in its queue at an arbitrary time by p2,NoReTx(x, f). Similarly, the

probability that a node in the ReTx area has a packet (in this case, a beacon or a

safety message) in its queue at an arbitrary time is denoted by p2,ReTx(x, f). Note

that these probabilities depend on (x, f) because the NoReTx and ReTx areas are

defined through (x, f).

As in round 1, p2,NoReTx(x, f) is given by

p2,NoReTx(x, f) = λE[S2,NoReTx(x, f)], (3.5.20)

where E[S2,NoReTx(x, f)] denotes the average service time for an arbitrary node in

the NoReTx area. The probability p2,ReTx(x, f) is obtained as follows.

Let fL denote the distance from the source of a generic node in the ReTx area

and on the left side of the source. The probability that a node in the ReTx area

and at point −fL successfully receives the safety message from the source is equal to

s1(fL), which can be obtained by (3.5.18), and its conditional forwarding probability

is equal to pb(fL), which can be obtained by (3.4.1). Therefore, its unconditional

forwarding probability in round 2 is equal to s1(fL)pb(fL), which can be considered

as the probability that there is a safety message in its queue. Then, the probability

that a node in the ReTx area and at point −fL has a packet (i.e., a beacon or a

safety message) in its queue in round 2, denoted by p2,ReTx(x, f ; fL), is given by

p2,ReTx(x, f ; fL) = s1(fL)pb(fL) + [1− s1(fL)pb(fL)]λE[S2,ReTx(x, f)], (3.5.21)

where E[S2,ReTx(x, f)] denotes the average service time for an arbitrary node in the

ReTx area.

Similarly, let fR denote the distance from the source of a generic node in the

ReTx area and on the right side of the source. By the same approach as above, the

probability that a node in the ReTx area and at point fR has a packet in its queue

in round 2, denoted by p2,ReTx(x, f ; fR), is given by

p2,ReTx(x, f ; fR) = s1(fR)pb(fR) + [1− s1(fR)pb(fR)]λE[S2,ReTx(x, f)]. (3.5.22)
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Combining the above, we obtain p2,ReTx(x, f) as

p2,ReTx(x, f) =
1

2R− x

[∫ R−x

0

p2,ReTx(x, f ; fL)dfL +

∫ R

0

p2,ReTx(x, f ; fR)dfR

]
.

(3.5.23)

The average service times E[S2,NoReTx(x, f)] and E[S2,ReTx(x, f)] can be com-

puted in the same way as E[S1] is computed in round 1, by replacing p1 with

the probabilities p2,NoReTx(x, f) and p2,ReTx(x, f), respectively. Furthermore, as in

round 1, the service times E[S2,NoReTx(x, f)] and E[S2,ReTx(x, f)] and the probabil-

ities p2,NoReTx(x, f) and p2,ReTx(x, f) are inter-dependent, and therefore, they are

obtained by solving fixed point equations in the same way as p1 is obtained in round

1.

Remarks: In principle, one has to solve a fixed-point equation for every pair of

(x, f), and there are uncountably infinite number of such pairs. In our numerical

solutions, we divide the one dimensional space into a finite number of intervals and

solve for a finite number of pairs (xj, fk), j = 1, . . . ,Mx, k = 1, . . . ,Mf . Also, the

integrations are approximated with finite sums.

The average number of nodes in the NoReTx and ReTx areas are given by

NNoReTx(x, f) = βf , and NReTx(x, f) = β(2R− x)− 1. (3.5.24)

Then, the probability that the transmission by the forwarder at f in region R1

is received without direct collisions at the receiver located at x is given by

1−D2,R1(x, f) = [1−D2,NoReTx(x, f)] [1−D2,ReTx(x, f)] , (3.5.25)

where

1−D2,NoReTx(x, f) = (1− p2,NoReTx(x, f)τ)NNoReTx(x,f), (3.5.26)

and

1−D2,ReTx(x, f) = (1− p2,ReTx(x, f)τ)NReTx(x,f). (3.5.27)

3.5.4.2 Hidden collision in round 2 when f is in region R1

As shown in Fig 3.4, given that the tagged receiver is located at x and the forwarder

is located at f in region R1, the hidden collision area is the interval (R+ f,R+ x].
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Then, the total number of hidden nodes, denoted by Nhidden,R1(x, f), is given by

Nhidden,R1(x, f) = β(x− f). (3.5.28)

Note that when the forwarder’s location f lies in region R2 or R3, then a hidden

node can also have a safety message in its queue (see Fig. 3.4), and the analyses

of hidden node collision for those cases have been relegated to Appendix B. In this

case, however, f lies in region R1 and a hidden node can have only a beacon in its

queue because it is outside the range of the source.

As in round 1, we approximate the aggregate transmission process of the hidden

nodes as a homogeneous Poisson process of rate λNhidden,R1(x, f). Then, the prob-

ability that the forwarder at f in region R1 is received without hidden collisions at

the receiver located at x is obtained by

p(Hb
2,R1, H

a
2,R1)(x, f) =

[
p(Hb

2,R1)(x, f)
] [
p(Ha

2,R1)(x, f)
]
, (3.5.29)

where

p(Hb
2,R1)(x, f) = exp [−λTNhidden,R1(x, f)]

= exp [−λTβ(x− f)] ,

and

p(Ha
2,R1)(x, f) = exp [−λtdataNhidden,R1(x, f)]

= exp [−λtdataβ(x− f)] .

3.5.4.3 Probability of successful reception from one arbitrary forwarder

in round 2

The probability that a tagged receiver located at x receives the message without

collisions in round 2 from a forwarder at f in region R1 is given by

s2,R1(x, f) = (1−D2,R1(x, f))p(Hb
2,R1, H

a
2,R1)(x, f)s1(f)pb(f), (3.5.30)

where s1(f)pb(f) denotes the unconditional forwarding probability of the forwarder

at f in region R1. The probabilities s2,R2(x, f) and s2,R3(x, f) are obtained in a
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similar way. Then, the probability that a tagged receiver located at x receives the

message without collisions in round 2 from one arbitrary forwarder, i.e., a forwarder

located in region R1 or R2 or R3, is denoted by s2,1F (x) and obtained by

s2,1F (x) =
1

2R− x

[∫ x

0

s2,R1(x, f)df +

∫ R

x

s2,R2(x, f)df +

∫ 0

−(R−x)
s2,R3(x, f)df

]
.

(3.5.31)

3.5.4.4 Number of forwarders in round 2

The unconditional forwarding probability in round 2 for a node located at a distance

x from the source is equal to s1(x)pb(x). Therefore, the average unconditional

forwarding probability for an arbitrary node is given by

1

R

∫ R

0

s1(x)pb(x)dx.

Recall that the total number of nodes in the range of the source, excepting the

source, is Ntotal = β2R − 1. Then, the average number of forwarders in the second

transmission round, denoted as Nforwarder,2, can be computed by

Nforwarder,2 = (β2R− 1)

[
1

R

∫ R

0

s1(x)pb(x)dx

]
. (3.5.32)

The average number of forwarders in the second transmission round for a par-

ticular receiver located at x, denoted by Nforwarder,2(x), is obtained by considering

only the forwarders in its range, i.e.,

Nforwarder,2(x) =

[
βR

∫ R

0

[s1(f1)pb(f1)]
df1
R

]
+

[
β(R− x)

∫ R−x

0

[s1(f2)pb(f2)]
df2

R− x

]
−1,

(3.5.33)

where the ‘−1’ represents the tagged receiver.

3.5.4.5 PDR after the second transmission round

The probability that a receiver at x successfully receives the message from at least

one forwarder in the second transmission round, denoted by s2(x), is obtained by

s2(x) = 1− [1− s2,1F (x)]Nforwarder,2(x) . (3.5.34)
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The probability that a receiver at x successfully receives the message in the first

or the second transmission round, denoted by s12(x), is obtained by

s12(x) = s1(x) + [1− s1(x)] s2(x). (3.5.35)

The probability that a receiver located at an arbitrary point in the range of

the source successfully receives the message from at least one forwarder only in the

second transmission round, denoted by s2, is obtained by

PDR2 = s2 =
1

R

∫ R

0

s2(x)dx. (3.5.36)

Similarly, the probability that a receiver located at an arbitrary point in the range

of the source successfully receives the message in the first or the second transmission

round, denoted by s12, is obtained by

s12 =
1

R

∫ R

0

s12(x)dx. (3.5.37)

The Packet Delivery Ratio after the second transmission round is given by

PDR12 = s12. (3.5.38)

3.5.5 PDR after the third round

As pointed out in Sec. 3.5.2.3, it is highly difficult to track the forwarder from

which the message is successfully received for the first time in round 2, and pass

this information over to the analysis of round 3 so that the conditional forwarding

probabilities of the potential forwarders in round 3 can be computed. Specifically,

the location f ′ of the forwarder from which the forwarder in round 3 located at f

received the message for the first time in round 2 is a random variable over the

support set [−(R − f), R], and its actual distribution is intractable. To get around

this difficulty, for each potential forwarder at point f in round 3, we compute an

effective conditional forwarding probability as follows. We approximate the distri-

bution of f ′ as a uniform random variable over [−(R − f), R] and then obtain the

the effective conditional forwarding probability of the forwarder in round 3 located

at f by averaging over all possibilities of f ′ (see Appendix C for details).

64
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Let PDR123 denote the probability that an arbitrary node in the range of the

source receives the message after the third transmission round (i.e., in the first or

second or third round). Then, the overall Packet Delivery Ratio, PDRoverall, is

approximated

PDRoverall ≈ PDR123, (3.5.39)

which is clearly an approximation because we consider only up to round 3. However,

the high accuracy of this approximation is confirmed by simulation results, where

the performance metrics are collected when all forwarders including the ones after

round 3 finish their re-transmissions (Sec. 3.6). The detailed analysis for obtaining

PDR123 is provided in the Appendix C.

3.5.6 Delay analysis

In this section, the mean delay for the safety message is analysed. We approximate

the mean delay as the average delay after which an arbitrary node receives the

message, but considering only up to round 3. Recalling that s1 and s2 are the

probabilities that an arbitrary node in the range of the source successfully receives

the message in round 1 and round 2, respectively, we approximate the mean delay

by

E[D] = E[S∗1 ] + (1− s1) (E[S∗2 ] + (1− s2)E[S∗3 ]) , (3.5.40)

where S∗i , 1 ≤ i ≤ 3, is the maximum possible service time for a safety message

in round i. As defined earlier in Sec. 3.5.3.1, the service time for any packet is the

time interval between the instant when the packet reaches the head of the queue

and until the instant the packet finishes its transmission.

The maximum service time in round i is obtained next. Recall that Nforwarder,i

is the average number of forwarders in round i. Let Ui,j, 1 ≤ j ≤ Nforwarder,i, denote

the random number of backoff slots sampled by the jth forwarder in round i, where

we round-off the average number of forwarders to the nearest integer. Define

U∗i = max
1≤j≤Nforwarder,i

Ui,j.
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Then,

S∗i = B∗i + T =

U∗
i∑

n=1

(l + Y n
i ) + T, (3.5.41)

where Y n
i , 1 ≤ n ≤ U∗i , are i.i.d. random variables having the same distribution

as Yi, the random duration of interruption per backoff slot in round i. Then, the

expected maximum service time in round i is obtained by

E[S∗i ] = E[B∗i ] + T = (l + E[Yi])E[U∗i ] + T, (3.5.42)

where E[Yi] is computed by the same approach as that for E[Y1] in round 1 (see

Eqn. (3.5.13)).

It only remains to compute E[U∗i ]. Note that in the first transmission round, since

the source is the only node with the message, we have U∗1 = U and the maximum

service time S∗1 can be obtained by applying Eqn. (3.5.12) in Sec. 3.5.3.1. In general,

however, U∗i is to be obtained from the order statistics of discrete Uniform random

variables. Then, E[U∗i ] is given by

E[U∗i ] =
W−1∑
k=0

kP (U∗i = k)

=
W−1∑
k=0

k [P (U∗i ≤ k)− P (U∗i < k)]

=
W−1∑
k=0

k

[(
k + 1

W

)Nforwarder,i
−
(
k

W

)Nforwarder,i]
(3.5.43)

where P (·) is the probability that the event (·) happens.

3.6 Model Validation

In this section, we confirm the accuracy of the proposed model and discuss observa-

tions. The objectives of this section are as follows:

• to validate our analytical model with multiple probabilistic forwarding schemes

with extensive simulations in a wide range of parameter settings,

• to verify the assumption that the spatial distribution of the forwarders is

uniform, and
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• to study the impact of mobility patterns as observed in real traces and reported

in (Gramaglia et al., 2011) and that of fading channel.

The equations of our analytical model are numerically solved using Matlab (ver-

sion R2012b), where integrations over the 1D space are implemented as summations

with the discretization interval of 0.8 meters. This particular choice was made to

strike a balance between numerical accuracy and computation time after considering

several trial values.

For the simulation, we use the Network Simulator ns-2, version 2.33 (ns2) with

the EDCA module provided by the TKN group (Wiethölter and Hoene, 2011). Our

network represents a section of a one-lane highway of length 4 km, where vehicles are

moving in the same direction with a constant speed chosen uniformly randomly in

the range of 60 and 80 km/hour. Later we shall consider simulations driven by real

data traces wherein the constant speed condition will be relaxed. We consider the

cases of low, medium and high node density, with the node density β (in vehicles/km)

belonging to the sets {25}, {40, 50}, and {75, 100, 130}, respectively. In each case,

vehicles enter into the 1D road at a fixed rate of µ = βv̄ vehicles/hour, where

v̄ denotes the average speed of vehicles. The value of µ is chosen such that the

average density β is equal to the desired value of 25, or 40, and so on. The mean

communication range, R, is set to 200 meters (Hartenstein and Laberteaux, 2008).

Two types of messages, namely, beacon and safety messages, with the same

packet size of 400 bytes are simulated. However, in this chapter, only the network

performance for safety messages is evaluated. The network performance for beacon

messages is studied in Sec. 4.3. In a single class EDCA, we set both beacon and

safety message parameters in the same class of the Background Traffic (AC BK)

(Wmin = 15, AIFSN = 7, taken from Table 8-105 in the standard (IEEE Standard

802.11, 2012) and (IEEE Working Group and others, 2010)), which is the class with

the lowest priority.

Each vehicle in the network broadcasts a beacon message every 100 milliseconds

(Vehicle Safety Communications Consortium, 2005, page 4) which corresponds to

λ = 10 beacons/second. Safety messages, on the other hand, occur occasionally

in emergency situations. For each density and for each setting of parameters, we
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Table 3.2: Parameter Setup for Simulation.

Parameter Value

Road length 4 km

Vehicle density 25/ 40/ 50/ 75/ 100/ 130 vehicles/km

Speed 60 km/h to 80 km/h

Data rate 6 Mbps

Basic rate 6 Mbps

Contention window 15

AIFSN 7

Slot time 20 µs

SIFS time 10 µs

Packet length 400 bytes

study the performance of the network simulating for 5000 safety messages. For each

safety message, a source is chosen uniformly randomly in the [0.5, 3.5] km range

with the 0.5 km at the two ends of the 4 km highway section excluded to avoid

boundary effects. The performance metrics are evaluated w.r.t. nodes that are

located within the 200 m range on either side of the source. This corresponds to a

coverage area of 400 m which is sufficient for most of the current safety applications

in V2V networks (Hartenstein and Laberteaux, 2008). Unlike the analytical model,

where the performance metrics are approximated after the first three rounds, in the

simulation, results are collected when all forwarders finish their re-transmissions,

including retransmissions after the third round. The main simulation parameters

are summarised in Table 3.2.

Fig. 3.5 compares the PDRs computed by our analytical model and that from

simulations as functions of vehicle density for several multi-hop probabilistic for-

warding schemes and the single-hop broadcast without any retransmissions. Fig. 3.6

does so for the IF scheme with different values of the coefficient c. The PDR for the

single-hop broadcast is the PDR in the first transmission round (i.e., without any re-

transmissions), and the analytical results for the single-hop broadcast are computed
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Figure 3.5: The overall PDR after all retransmission rounds for various multi-hop

probabilistic forwarding schemes, and the PDR of a single-hop broadcast scheme.
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Figure 3.6: The overall PDR after all retransmission rounds with different values of

c in the IF scheme.
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Figure 3.7: The average number of forwarders in the second transmission round with

different values of c in the IF scheme.

by (3.5.19). The following insights are obtained.

Firstly, the analytical results (solid lines) are extremely close to the simulation

results (dashed lines), and thus validate the accuracy of our analytical model. The

highest error is only 1.2% which corresponds to the density of 130 vehicles/km and

c = 7 (Fig. 3.6).

Secondly, the PDRs degrade with an increase in the vehicle density due to the

increase in packet collisions. In particular, both the model and the simulations

suggest an almost linear decrease in the PDR with increase in vehicle density.

Thirdly, a pure single-hop broadcast scheme is not an appropriate solution for

safety applications at high enough densities (e.g. >65 vehicles/km) and multi-hop

retransmissions are required. At densities above 65 vehicles/km, the PDR falls

below 90%, which is clearly unacceptable for safety applications (IEEE Working

Group and others, 2010; Hassan et al., 2011).

Fig. 3.7 shows the accuracy of our analytical model for the average number of

forwarders in round 2 for the IF scheme with different values of c. From Fig. 3.7, it

can be observed that the average number of forwarders increases with the increase

in the value of c, which is accurately captured by our model. We also studied
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Figure 3.8: The overall probability that a node receives the safety message, given

its distance from the source, with c = 7 in the IF scheme.

the average number of forwarders in round 3, and after all transmission rounds (in

simulations). The key observations from our simulation results are summarised as

follows: (i) the average number of forwarders in the third round is less than or

equal to 3.5 for c ≤ 20 and for all considered densities, and (ii) the average number

of forwarders after round 3 (in simulations) is small enough such that the PDR

is well approximated by considering only the first three rounds. Those results also

indicate why the approximation of three rounds of analysis is enough for the network

evaluation.

Fig. 3.8 depicts the probability that a node successfully receives the safety mes-

sage after all retransmissions as a function of its distance from the source for the

IF scheme with c = 7. It can be observed that the model accurately captures the

variation of probability of successful reception at a node with its distance from the

source. Two important behaviours are observed. Firstly, for a given distance from

the source, increasing node density results in the reduction of average probability

of successful reception due to the increase in packet collisions. Secondly, for a given

node density, increasing the distance leads to a decrease in the probability of suc-

cessful reception due to the fact that a node farther away from the source is affected
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Figure 3.9: The unconditional forwarding probability of nodes as a function of the

distance from a tagged receiver located at a distance R/2 from the source in the

second transmission round with c = 20 in the IF scheme.

by a larger number of hidden terminals.

To verify our approximation that the spatial distribution of the forwarders in the

second transmission round from the point of view of an arbitrary fixed receiver is a

uniform distribution, in Fig. 3.9, we present the unconditional forwarding probability

of nodes in round 2 as a function of the distance from a tagged receiver. Note that

in Fig. 3.9 we distinguish between the nodes on the left and the right of the tagged

receiver. Fig. 3.9 shows that the spatial distribution of the forwarders is almost

uniform and that this distribution is captured well by the model. In general, this

distribution exhibits small variations over different locations of the tagged receiver.

But if the density is not too high they are close to the uniform distribution.

Fig. 3.10 compares the mean delays from analysis and simulation for various

forwarding schemes. The results show the accuracy of the delay analysis. Besides, it

reveals that the multi-hop schemes, while significantly improve the PDR (Figs. 3.5

and 3.6) as compared to single-hop broadcast, the worst mean delay observed with

the high density of 130 vehicles/km is still smaller than 11 ms which is well within

the acceptable value (≤ 100 ms) for safety applications.
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Figure 3.10: The mean delay after all retransmission rounds with multiple proba-

bilistic forwarding schemes, and that of the single-hop broadcast scheme.

Sensitivity of PDR to node density

Let β̂ denote the estimated vehicle density which, in general, is different from the

actual density β. Let PE denote the percentage error in the density estimate, i.e.,

PE =
(
|β̂ − β|/β

)
× 100.

We studied the percent error in analytically computed PDR for the IF scheme,

when the densities are estimated with PE in the range of [0, 20%]. Our analytical

results show that with PE as high as 20%, the highest error in PDR for the densities

in the range [25, 400] vehicles/km is only 3%, and they correspond to c = 20.

Studying the impact of mobility patterns and fading:

We conclude this section by comparing the analytical model under more elaborate

simulation settings. Firstly, a fading environment is simulated such that the commu-

nication range has a mean value of 200 meters (Hartenstein and Laberteaux, 2008)

as before, but now has a standard deviation of 10% of the mean. Secondly, the

inter-arrival time distribution is changed to a Gaussian-exponential mixture model

as observed in real traffic traces (Gramaglia et al., 2011, 2014). Consequently, vehicle

densities significantly differ from the uniform distribution. The probability density

function, fA(·), of the inter-arrival time random variable, A, is as in (Gramaglia
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Figure 3.11: The overall PDR for the IF (c = 20) and the single-hop schemes under

non-uniform densities and fading.

et al., 2011, page 5), and is given by

fA(t) = wG
1√

2πσ2
A

e
− (t−µA)2

2σ2
A + wEλAe

−λA(t−mA),

where wG and wE are weights for Gaussian and exponential distributions, respec-

tively; µA and σA are the mean and standard deviation for the Gaussian random

variable; λA and mA are the rate and the shift parameter of the exponential random

variable. In the simulation, the parameters are chosen so that the desired average

vehicle densities from the set {25, 40, 50, 75, 100, 130} vehicles/km are attained,

which requires that (
wGµA + wEe

λAmAλ−1A
)−1

= βv̄,

where, as before, β and v̄ denote the density and average speed. We choose the

parameters as follows: wG = 0.75, wE = 0.25, mA = 0.5, σA = 20% of µA and

λA = βv̄, and µA is chosen to satisfy the above equation. In Fig. 3.11, the analytical

results are compared with those from the new simulation settings. These results

confirm the accuracy of our analytical model and show its robustness against the

impact of fading and generic arrival patterns with a maximum error of 2% for the

cases studied.
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In Fig. 3.12, we validate the proposed model by using the real datasets provided

in (Gramaglia et al., 2014). Four real datasets from two three-lane highways in

Madrid, Spain on the 10th and 12th May 2010 (Gramaglia et al., 2014) are studied,

that are:

• the M40 high way, on the Wednesday 12th, May 2010, from 8:30 a.m. to

9:00 p.m., denoted by M40-h8, with the average speed of 84.98 km/h and the

average vehicle density of 60 vehicles/km,

• the M40 high way, on the Wednesday 12th, May 2010, from 11:30 a.m. to

12:00 p.m., denoted by M40-h11, with the average speed of 87.71 km/h and

the average vehicle density of 48 vehicles/km,

• the A6 high way, on the Monday 10th, May 2010, from 8:30 a.m. to 9:00 p.m.,

denoted by A6-h8, with the average speed of 68.73 km/h and the average

vehicle density of 62 vehicles/km,

• the A6 high way, on the Monday 10th, May 2010, from 11:30 a.m. to 12:00 p.m.,

denoted by A6-h11, with the average speed of 77.01 km/h and the average

vehicle density of 40 vehicles/km,

where the inter-interval time distribution of vehicles follows a mixture of Gaussian-

exponential model, and vehicles can change the speed and the driving lane during

their travel. Besides, in the simulation, a fading wireless channel (with an average

communication range of 200m [41] and with 10% standard deviation) is used as

before. Our results show the high accuracy of the analytical model with the highest

error of 3.5% for the M40-h8 dataset.

PDR Comparison with Worst-case PDR Analysis:

The PDR definition used up to now is the PDR in the sense of an average case

analysis. For safety applications, a worst-case analysis might be more pertinent.

We define the worst-case PDR as the fraction of time when at least x percent of

all nodes in the communication range of the source successfully receives the safety

message. For safety applications, good designs would set x to be high, e.g., x = 95

or x = 99, etc. In Fig. 3.13, we compare the analytical values of PDRs for various
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Figure 3.12: The overall PDR for the IF scheme (c = 20) and the single-hop scheme

with the real traces (Gramaglia et al., 2014) and fading.

schemes (that are computed using the average case approach developed in Sec. 3.5)

with the worst-case PDRs obtained from simulations with x = 95 percent. Two

interesting observations can be made. Firstly, the ordering between schemes based

on the analytically computed average PDR is the same as the ordering based on

the worst case PDR obtained from simulations. Secondly, analytically computed

average PDR provides a good approximation for the worst case PDR obtained from

simulations in that the error is at most 3%. Therefore, our analytical model can

be used to evaluate the worst-case PDR for safety applications with appropriate

parameters for the PDR definition (e.g. x = 95 percent).

3.7 Chapter Summary

In this chapter, we propose a generic multi-hop probabilistic forwarding scheme for

broadcasting safety messages in vehicular networks and develop a framework for

performance analysis of the scheme. Our forwarding scheme is compatible with

either the IEEE 802.11p DCF, or a single class EDCA MAC protocol, and can be

adapted to achieve the best features of the multi-hop broadcasting schemes so far

proposed in the literature.

The proposed framework provides an analytical model for network performance

for safety applications, including reliability (measured via Packet-Delivery-Ratio and

the probability that an node receives the safety message given a distance from the
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Figure 3.13: A comparison of the Average PDR and Worst-Case PDR via simulation

and analytical results for multiple probabilistic forwarding schemes.

source), and delay. Our framework is sufficiently general, takes into account the im-

pact of hidden terminals, direct collisions, vehicle densities and also provides insight

into the spatial distribution of forwarders in one-dimensional highway scenarios with

unsaturated nodes. The accuracy of the proposed analytical model is confirmed by

extensive simulations. Despite these inherent complexities, our analytical model

provides highly accurate predictions of Packet Delivery Ratio with the highest error

being only 3.5% compared to simulations.

We observe that the performance of the standard IEEE 802.11p using a single-

hop broadcasting is not optimal for safety applications. On the other hand, multi-

hop broadcasting with an appropriate choice of the forwarding probability function

can provide improvements in PDR and satisfy safety requirements. The proposed

model is generic in the sense that it can be used to evaluate the network performance

of a variety of probabilistic forwarding schemes.
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“No one undertakes research in physics with the in-

tention of winning a prize. It is the joy of discovering

something no one knew before.”

Stephen Hawking

4
Model Simplification and Extensions

4.1 Overview

In previous chapter, we have developed an analytical model to evaluate the network

performance of a generic probabilistic forwarding scheme in DSRC environment.

Our results show that the model is accurate although the computation complexity

is high due to multiple fixed-point calculations involved in the analysis of direct

collisions. This motivates us to simplify the proposed model by avoiding fixed-

point calculations, and trading accuracy against complexity. The simplified model

is compatible with both the IEEE 802.11p DCF, and a single class IEEE 802.11p

EDCA MAC.

In addition, to improve the reliability of message dissemination, in this chapter,

we also study the effect of beacon rate and contention window on the network

performance. The main contributions in this chapter are as follows.
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• We propose a simplification that avoids the time-consuming fixed-point calcu-

lations in the analysis of direct collisions. This simplification can be applied to

evaluate the network performance of both a single-hop broadcast and a generic

probabilistic forwarding scheme. The proposed model takes into account the

effect of hidden terminals, direct collisions and vehicle densities. The accuracy

of the simplified model is validated by extensive simulations (Sec. 4.2.2).

• For single-hop broadcast, we develop a framework to identify optimal beacon

rates based on the concept of utility maximization, and investigate the effect

of beacon rate on network performance. Specifically, we formulate the opti-

mization problem by defining a message utility considering the reliability of

safety messages and the accuracy of neighbourhood information, and provide

an analytical solution by applying the Karush-Kuhn-Tucker conditions. Our

results show that beacon rate influences significantly the network performance,

and using optimal beacon rates that result from the utility maximization can

satisfy the safety requirements, even without retransmissions or message pri-

oritization. The framework is validated by simulations using real traffic traces.

• In a multi-hop broadcast, we study the effect of contention windows on the

network performance, and develop an analytical model to evaluate the network

performance of a generic probabilistic forwarding scheme with the multi-class

IEEE 802.11p EDCA (or the EDCA standard), where safety and beacon mes-

sages are classified into different priority groups through the use of different

contention windows.

• We found that at high densities (e.g. 200 vehicles/km), the EDCA standard

using default parameters (IEEE Standard 802.11, 2012) cannot satisfy the

PDR requirement even via multi-hop broadcast, due to high probability of

packet collisions.
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4.2 Model Simplification

In this section, to simplify the proposed model in Chapter 3, we develop a new

approach to analyse direct collisions which avoids the fixed-point calculations. The

simplified model is then validated by extensive simulations.

4.2.1 Analytical Model

Let us recall that the probability that a vehicle has a beacon in its queue at an

arbitrary time in round 1 is denoted by p1 and obtained from Eqn. (3.5.5) as

p1 = λE[S1].

Then the expected service time E[S1], obtained from Eqn. (3.5.12), is given by

E[S1] = E[B1] + T = (l + E[Y1])W + T,

where E[B1] is the expected backoff time, and the interruption time E[Y1] obtained

from Eqn. (3.5.13) is given by

E[Y1] =
[
1− (1− p1τ)Ntotal

]
T.

Clearly, the computation of E[S1] requires E[Y1], whose computation requires p1.

Also, the computation of p1 requires E[S1]. Due to this inter-dependence between

p1 and E[S1], the computation of p1 requires solving a fixed-point equation. In a

multi-hop broadcast, multiple fixed-point calculations, which are time-consuming,

are required as each forwarder has its own fixed-point calculation.

To avoid the need for fixed-point computations in the analysis of direct collisions,

we propose an approach to calculate E[Y1] by not involving p1. Let psuc,1 denote

the probability that none of the other nodes in the direct collision area transmits

messages in a time slot of duration l. If none of those nodes transmits, then the

interruption time denoted by Y will be Y = 0; otherwise, Y = T because each

successful transmission or collision lasts for a duration T . Then, Y is given by

Y1 =

 0 with psuc,1

T with 1− psuc,1
(4.2.1)
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Then the expected interruption time is given by

E[Y1] = T (1− psuc,1). (4.2.2)

The probability that none of nodes in the direct collision area transmits the

message during a slot length l is approximated as follows. We approximate the

aggregate beacon transmission process by the all nodes as a homogeneous Poisson

process of rate λNtotal, where recall that λ is the beacon arrival rate per node.

Therefore, the total arrival rate of beacons is equal to the total rate of transmission

of beacons, λNtotal. The probability that none of the other nodes in the direct

collision area transmits messages during a slot length l is as follows

psuc,1 ≈ exp {−λlNtotal} . (4.2.3)

Then the average interruption time E[Y1] can be obtained as

E[Y1] ≈ T [1− exp {−λlNtotal}] . (4.2.4)

Note that in the second transmission round, a node receives the safety message

if none of nodes in the direct area transmits messages (including both beacon and

safety messages) during a slot length l. Therefore, the probability that none of the

other nodes in the direct collision area transmits messages in a time slot of duration

l in round 2, denoted as psuc,2, can be obtained as

psuc,2 ≈ exp {−λlNtotal} [1− p2,ReTx,s(x, f)]NReTx(x,f) , (4.2.5)

whereNReTx(x, f) is the average number of nodes in the ReTx area, and p2,ReTx,s(x, f)

is the probability that a node in the ReTx area has a safety message in its queue

in round 2. Note that this probability depends on (x, f) because the NoReTx and

ReTx areas are defined through (x, f).

Remarks: Note that in the simplified model, we use the Poisson packet arrival

process for both beacon and safety messages. However, the analyses for safety mes-

sages are more complicated than those for beacon messages, where the probability

that a node transmits a safety message is a product of the probability that the

node receives the safety message from an arbitrary forwarder, and the forwarding

probability given by Eqn. (3.4.1).
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Figure 4.1: The PDR obtained by the simplified model, the full model, and the

simulation for the IF scheme (c = 20) and the single-hop broadcast scheme, given

W = 15, AIFSN = 7, Slot time = 20 µs.

4.2.2 Model Validation

In this section, we confirm the accuracy of the simplified model by simulation and the

full model. As before, two performance metrics (i.e. the PDR and the mean delay)

are studied for several broadcasting schemes and vehicle densities. In Figs. 4.1 and

4.2, our simulation and analytical results show the high accuracy of the simplified

model for the PDR and the mean delay. Furthermore, by avoiding fixed-point

calculations, the computation time for a scenario reduces significantly about 57%,

while the negligible errors between the simplified model and the full model are

observed.

The trade-off between Complexity and Accuracy

There is a trade-off between the complexity and accuracy. At high density

(e.g. 400 vehicles/km), the full model outperforms the modified model in terms

of model accuracy, even though its complexity and computation time are high due

to fixed-point calculations. This is because at extremely high density, where the

direct collisions are high, the fixed point approach is more accurate than the ap-

proximation of the interruption time by using the Poisson process. For example,
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Figure 4.2: The mean delay obtained by the simplified model, the full model, and

the simulation for the IF scheme (c = 20) and the single-hop broadcast scheme,

given W = 15, AIFSN = 7, Slot time = 20 µs.

our results show that at the density of 400 vehicles/km, the highest error of PDR

between simulation and the full model is about 9.6%, while that of simulation and

the modified model is 15.7%. Therefore, at high density (e.g. 400 vehicles/km), the

full model with high accuracy is more appropriate. However, at densities < 400 ve-

hicles/km, it is recommended to choose the simplified model to evaluate the network

performance, due to its simplicity and accuracy.

4.3 Optimization of Beacon Rate in a Single-hop

Broadcast

In the follows, we study the effect of beacon rate on the network performance.

Subsequently, we formulate an optimization problem, and propose a framework that

systematically optimizes the beacon rate in a single-hop broadcasting scheme. The

framework is underpinned by the simplified model developed in the previous section,

and is compatible with both the single class IEEE 802.11p EDCA and the IEEE

802.11p DCF MAC layers.
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Figure 4.3: The PDR for safety messages with multi-class EDCA using a fixed

beacon rate of 10 messages/second, with three retransmissions and a fixed beacon

rate of 10 messages/second, and with single-class EDCA with the appropriately

chosen density-dependent beacon rates.

There are several approaches proposed in the literature to improve the reliability

of broadcast performance, such as, retransmissions (Zhong et al., 2008; Hassan et al.,

2011, 2010), beacon rate adaptation (Drigo et al., 2009; Le et al., 2011; Chaabouni

et al., 2013), and message priorities by using multi-class EDCA (Yao et al., 2013).

These approaches are compared by simulation and their reliability, measured by the

PDR, and shown in Fig. 4.3. For multi-class EDCA, beacon and safety messages

are classified into the lowest priority class (AC BK) and the highest priority class

(AC VO), respectively, using a pre-defined beacon rate of 10 [messages/second] and

other default parameters as defined in Table 2.1. In the single class EDCA, the

beacon and safety messages are in the same lowest priority class (AC BK), and

the reliability is improved either by blindly retransmitting the safety messages three

times (Hassan et al., 2010), or by choosing the appropriate beacon rate depending on

vehicle density as proposed later in this chapter. The simulation results in Fig. 4.3

show that blind retransmissions and the default multi-class EDCA cannot satisfy

the PDR requirement at high densities (e.g. 250 vehicles/km). In contrast, by using
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4.3. Optimization of Beacon Rate in a Single-hop Broadcast

a single class EDCA together with appropriately chosen beacon rates, the network

performance can satisfy the PDR requirement (i.e. PDR ≥ 90%).

Remarks: In reality, there exists a wider range of vehicle densities (e.g. 200, 250

vehicles/km) that are too high for a one-lane highway considered in the previous

chapters, but can be obtained in two- or three-lane highway scenarios. Deviating

from the previous section, we study the PDR with multiple lanes.

The above simulation results motivate us to investigate the effect of beacon rate

on the network performance, and provide a framework to identify optimal beacon

rates based on a new utility maximization. Although non-critical, beacon messages

play an important role in providing the broad network knowledge that are needed

for many applications such as information about network topology and vehicle den-

sity (Panichpapiboon and Pattara-atikom, 2008). More importantly, the proposed

utility balances the need for accurate network knowledge and the reliability of safety

messages as they share the same wireless channel which will also be addressed in

this section.

We first define a utility function then develop an optimization problem to obtain

the optimal beacon rates.

4.3.1 The Utility Function

The beacon rate λ will affect the network performance such as the PDR and the

accuracy of neighbourhood information. Therefore, the optimal λ has to support

the PDR requirement for safety applications as well as the need for accurate neigh-

bourhood information, where the latter is defined as the probability that a vehicle

estimates accurately the number of one-hop neighbours.

A vehicle is aware of a neighbour if it receives at least one copy of a beacon

message from the neighbour within one lifetime of the beacon message. The lifetime,

denoted by L, is the maximum duration during which a beacon message is considered

to be valid. For simplicity, we assume that all beacon messages have the same

lifetime. The lifetime L should be chosen to match the time scale at which the

state of the neighbourhood changes. The beacon utility is defined as the probability

that an arbitrary vehicle receives at least one beacon within the message’s lifetime
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4.3. Optimization of Beacon Rate in a Single-hop Broadcast

period.

The expected number of beacon messages generated by a vehicle in a time interval

of duration L is λL. Therefore, the probability that a vehicle receives at least one

beacon message from an arbitrary neighbour within a period of L time units is

1− [1− s1(λ)]λL. The subscript ‘1’ represents either the first transmission round or

the single-hop broadcast. The beacon utility, denoted by Ub(λ), is then defined as

Ub(λ) = 1− [1− s1(λ)]λL , (4.3.6)

where s1(λ) is the probability that a vehicle receives a beacon message from an

arbitrary neighbour. Note that s1(λ) is also the probability that a vehicle receives

a safety message from the source in a single-hop broadcast, which is equal to the

probability that a vehicle receives a safety message in round 1, obtained from Eqn.

(3.5.19).

The total utility, denoted by U(λ), is a weighted sum of the beacon utility Ub(λ)

and the safety message utility Us(λ), and is given by

U(λ) = αUb(λ) + (1− α)Us(λ), (4.3.7)

where α is a weighting factor (0 ≤ α ≤ 1), and Us(λ) is the PDR of the safety

messages calculated as Us(λ) = PDR1(λ) = s1(λ).

4.3.2 Optimization Problem

In this section, we formulate an optimization problem and obtain a solution for the

optimal values of λ by maximizing the total utility function U(λ).

Let λmax denote the maximum value of λ that satisfies the PDR requirement for

safety applications (e.g., PDR ≥ 90%). Let σ1 denote the required PDR. To satisfy

the PDR requirement, we must have s1(λ) = PDR1(λ) ≥ σ1. Therefore, λmax can

be obtained by

λmax = s−11 (σ1). (4.3.8)

Here the inversion is possible because, with increasing λ, the PDR1 decreases mono-

tonically as shown in Fig. 4.4. In Fig. 4.4, we study the effect of beacon rate on the

PDR1 with different values of vehicle density (i.e. 25 and 250 vehicles/km). As can
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Figure 4.4: The effect of beacon rate on the PDR1 with different values of vehicle

density, given α = 0.3, L = 1.0 and W = 31.
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be seen from the figure, the PDR1 decreases monotonically when increasing λ due

to the increase in packet collisions.

In Fig. 4.5, we present the maximum values of λ, obtained by Eqn. (4.3.8), that

satisfy two different values of the PDR requirement (i.e. σ1 = 90% and σ1 = 95%) for

all considered densities. Our analytical results show that, for the same value of σ1,

increasing vehicle density will decrease significantly the maximum value of λ, due to

an increase in packet collisions. For example, at σ1 = 90%, at high densities (e.g. ≥

130 vehicles/km), the values of λmax are less than or equal to 5 messages/second. At

low densities (e.g. 25 vehicles/km), λmax can reach up to about 30 messages/second.

Note that the values of λmax depend not only on the vehicle density but also the

value of σ1. For the same vehicle density, increasing the value of σ1 will decrease

the value of λmax.

The number of one hop neighbours can be accurately estimated if a vehicle re-

ceives at least one beacon message from each one-hop neighbour during the period

of L, calculated by 1− [1− s1(λ)]λL, where s1(λ) is the probability that the vehicle

receives a beacon message from an arbitrary neighbour. Let ε(λ) denote the proba-

bility that a vehicle estimates inaccurately the number of one-hop neighbours given

λ. Then, ε(λ) can be calculated as

ε(λ) = [1− s1(λ)]λL . (4.3.9)

Let λmin denote the minimum value of λ that satisfies the accuracy of neigh-

bourhood information. Let σ2 denote the maximum tolerance level of inaccuracy

for neighbourhood information, i.e., we must have ε(λ) ≤ σ2. Then, λmin can be

obtained by

λmin = ε−1(σ2). (4.3.10)

In Fig. 4.6, we show the values of λmin, obtained by Eqn. (4.3.10), that satisfy two

different levels of ε(λ) (i.e. 5% and 20%) for various considered densities. Given the

same vehicle density, increasing the required level of accuracy of the neighbourhood

information estimation will increase the value of λmin. For example, at the density

of 250 vehicles/km, the value of λmin increases from about 1 to 2.6 message(s) per

second when decreasing the maximum error from 20% to 5%. When the required
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Figure 4.6: The minimum values of λ satisfying two different values of the neigh-

bourhood estimation error (i.e. σ2 = 5% and σ2 = 20%).

accuracy of the estimation of neighbourhood information is low, such as 80% (or the

maximum error is 20%), the minimum values of λmin is equal to 1 message/second

for all densities considered.

The optimal beacon rate must be between λmin and λmax. Therefore, the non-

linear optimization problem to identify the optimal values of λ is formulated as

follows

maximize
λ

U(λ) = αUb(λ) + (1− α)s1(λ)

subject to λ ≤ λmax,

λ ≥ λmin.

(4.3.11)

We convert the problem in (4.3.11) to the problem of minimization of −U(λ)

and obtain the Lagrangian L as

L(λ, µ1, µ2) = −α
{

1− [1− s1(λ)]λL
}
− (1− α)s1(λ)

+µ1(λ− λmax) + µ2(λmin − λ), (4.3.12)

where µ1, µ2 ≥ 0 are the Lagrangian multipliers or the dual variables associated with

the problem (4.3.11). The Karush-Kuhn-Tucker (KKT) conditions dictate that the
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optimal beacon rate λ must satisfy the following conditions:

λ− λmax ≤ 0; λmin − λ ≤ 0

µ1
dL
dµ1

= µ1(λ− λmax) = 0; µ2
dL
dµ2

= µ2(λmin − λ) = 0

dL
dλ

= α
d

dλ
[1− s1(λ)]λL + (α− 1)

d

dλ
s1(λ)+ µ1 − µ2 = 0. (4.3.13)

Expanding (4.3.13) it can be shown that the optimal beacon rate λ∗ is obtained

by comparing the value of the objective function for only three possibilities of λ,

namely, λmax, λmin, and λ̂, where λ̂ must satisfy

αL

[
1−

(
1− s1(λ̂)

)λ̂L−1] [(
1− s1(λ̂)

)
log
(

1− s1(λ̂)
)
− λs′1(λ̂)

]
− (1− α)s′1(λ̂) = 0,

(4.3.14)

and s1(λ) and s′1(λ) = d
dλ
s1(λ) are derived in Appendix E with and without the

analysis of direct collisions. In summary, we have

λ∗ = arg max
λ∈{λmax,λmin,λ̂}

U(λ). (4.3.15)

Our numerical results show that the highest relative error in the optimal value of the

objective function U(λ), incurred by not considering direct collisions, is only 2.2%

for all considered densities ≤ 100 vehicles/km. Therefore, at low densities, direct

collisions can be ignored. At high densities, in contrast, direct collisions should be

considered due to its significant effect on the network performance.

For the optimization problem (4.3.11), the main qualitative findings, summarised

in Fig. 4.7, are as follows:

1. The value of σ1 and σ2 must be chosen so that

λmax ≥ λmin, or, s−11 (σ1) ≥ ε−1(σ2).

This is because λ∗ does not exist if λmax < λmin. The feasible region for λ is

presented in Fig. 4.8.

2. λ∗ increases when increasing the weighting factor α. This is because beacon

reception becomes more important when α increases (see Eqn. (4.3.7)). The

effect of the weighting factor α is quantitatively studied in Fig. 4.11.
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Figure 4.7: The main findings of the optimization problem.

Remarks: Although our model can be extended to the multi-hop broadcast

scenario as done in our previous work (Luong et al., 2016), we discovered in this

section that even a single-hop broadcast protocol can satisfy safety requirements by

using appropriate beacon rates and thus eliminate the need for using a more complex

multi-hop broadcast. Note that with the extended model, the optimal beacon rate

can be numerically obtained, but unlike the single-hop, no closed-form expression

could be expected.

4.3.3 Numerical Results and Model Validation

In this section, we first provide numerical results for the optimal beacon rates, and

then validate the framework using simulations driven by real traffic traces. Specifi-

cally, we provide: (1) the optimal values of beacon rates for multiple vehicle densities,

(2) the effect of beacon rate on the network performance metrics such as the PDR

for safety messages and the probability of accurate estimation of neighbourhood

information, and (3) the effect of the weighting factor α on the optimal beacon

rates. We use Matlab (version R2012b) to numerically solve our analytical model,

and for the simulation, we use the Network Simulator ns-2, version 2.33 (ns2) with

the EDCA module provided by the TKN group (Wiethölter and Hoene, 2011). The

parameter settings are summarised in Tables 4.1 and 4.2.
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Table 4.1: Parameter Settings for the Optimization of Beacon Rate.

Parameter Value

The required PDR (σ1) 90%

The maximum error of the neighbourhood estimation (σ2) 20%

α 0.3

L 1.0 s

Table 4.2: Parameter Setup for Simulation.

Parameter Value

Road length 4 km

Speed 60 km/h to 80 km/h

Contention Window 31

Data rate 6 Mbps

Basic rate 6 Mbps

AIFSN 7

Slot time 20 µs

SIFS time 10 µs

Packet length 400 bytes
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Figure 4.8: The feasible regions for different requirements of σ1 and σ2, with two

vehicle densities of 130 and 250 vehicles/km.
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Figure 4.9: The optimal values of λ with multiple vehicle densities that satisfy

σ1 = 90% and σ2 = 20%.

In Fig. 4.8, we study the feasible regions for choosing the optimal beacon rates

based on the different PDR requirements of safety messages and accuracy levels of

neighbourhood information over different densities. Specifically, the figure presents

the feasible regions with different requirements of σ1 and σ2 at the densities of

130 and 250 vehicles/km. From Fig. 4.8, it can be observed that increasing vehicle

density will shrink the feasible region. For instance, the feasible region at the vehicle

density of 130 vehicles/km (see Fig. 4.8a) is smaller than that of 250 vehicles/km

density (see Fig. 4.8b). Some combinations of high requirements of σ1 and σ2 are

infeasible. For instance, at the density of 250 vehicles/km, the requirements of

σ1 = 94% and σ2 = 2% cannot be satisfied.

Fig. 4.9 shows the optimal values of beacon rate for all vehicle densities con-

sidered (i.e. ≤ 250 vehicles/km), where both the requirements of the PDR and the

estimation of neighbourhood information are met. Our analytical results show that

the values of λ∗ decrease when the vehicle densities increase, due to the increase in

packet collisions. For example, λ∗ decreases from approximately 2.38 to 1.57 mes-

sages/second, when increasing the density from 25 to 250 vehicles/km. Therefore,

λ∗ is not so sensitive to vehicle density for a fixed value of α. Besides, the results
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Figure 4.10: The PDR of safety messages using real traces for the optimal beacon

rates, and the rate of 10 messages/second.

suggest that λ∗ is less than 3 for all vehicle densities considered.

In Fig. 4.10, we investigate the performance of the optimal beacon rates by simu-

lations using real datasets. Real traffic traces observed from (Gramaglia et al., 2011,

2014) are used, where the inter-arrival time between vehicles follows a Gaussian-

exponential mixture model. Consequently, the spatial distribution of vehicles differs

from the uniform distribution. The Gaussian-exponential model of the inter-arrival

time for vehicles, denoted by fA(·), is as follows:

fA(t) = wG
1√

2πσ2
A

e
− (t−µA)2

2σ2
A + wEλAe

−λA(t−mA), (4.3.16)

where wG and wE are weights for Gaussian and exponential distributions respec-

tively; µA and σA are the mean and standard deviation for the Gaussian random

variable; λA and mA are the rate and the shift parameter of the exponential random

variable. In the simulation, the parameters are set as follows: wG = 0.75, wE = 0.25,

mA = 0.5, σA = 20% of µA, and µA and λA are chosen to achieve the desired aver-

age vehicle densities from the set {25, 50, 100, 130 150, 200, 250} vehicles/km. The

results observed from real traces confirm the accuracy of the model that captures

the decrease in the PDRs with increase in vehicle densities, with the highest error

of 4%.
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Figure 4.11: The effect of weight (α) on optimal values of λ with multiple vehicle

densities, given σ1 = 90% and σ2 = 20%.

In Fig. 4.10, we compare the PDR with the optimal beacon rate λ∗ and that

with the default value of beacon rate for vehicular safety communications of λ = 10

messages per second (Vehicle Safety Communications Consortium, 2005). Notice

that, by using the optimal rates, the PDR is increased from about 65% to 91%

(i.e., an improvement of 40%) at the highest density of 250 vehicles/km. For the

accuracy of neighbourhood information, the highest error of the probability that a

vehicle estimates incorrectly the number of one-hop neighbours based on beacons is

about 11.1% at the highest density of 250 vehicles/km.

In Fig. 4.11, by varying the value of the weight α from 0 to 0.9, we study the effect

of α on the optimal λ at the densities of 25, 150 and 250 vehicles/km. Increasing

the value of α, the value of λ∗ increases and gets closer to λmax. Our results show

that the effect of α on λ∗ is significant at low densities (e.g. 25 vehicles/km), when

the range of [λmin, λmax] is large. Specifically, when varying the value of α from 0

to 0.9, the value of λ∗ increases significantly from about 1.1 to 5.4 at the density

of 25 vehicles/km. In contrast, at the high density of 250 vehicles/km, the value of

λ∗ increases from about 1.0 to 1.9. Besides, the range of the optimal values of λ is

[1.0, 5.4] message(s) per second for all densities considered (i.e. ≤ 250 vehicles/km)
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Figure 4.12: The PDR for the standard EDCA using both a single-hop broadcast

and a multi-hop broadcast, and that of the multi-hop broadcast with appropriate

contention windows. For the multi-hop broadcast, we use the IF scheme (c = 20).

which is much lower than the default value of 10 messages per second.

4.4 Contention-Window Priority in a Multi-hop

Broadcast

In this section, we study the effect of contention window on the network performance,

and develop an analytical model to evaluate the performance where messages are

classified into different priority groups of contention windows, ignoring the effect

of AIFS in the multi-class IEEE 802.11p EDCA. The proposed model can be used

for both a generic probabilistic forwarding scheme (see Sec. 3.4), and a single-hop

broadcast.

Fig. 4.12 shows the PDR obtained by simulations using the standard multi-class

EDCA for both a multi-hop broadcast and a single-hop broadcast. Our results

show the counterintuitive fact that the EDCA with standard parameter settings

for priority groups of AC BK and AC V O (see Table 2.1) cannot satisfy the PDR

requirement at high densities (e.g. ≥ 200 vehicles/km) even with the multi-hop

96



4.4. Contention-Window Priority in a Multi-hop Broadcast

retransmissions. However, by using appropriate contention windows, the EDCA

with multi-hop broadcast scheme is able to meet the required PDR (i.e. PDR ≥

90%).

These results also show that contention windows could significantly affect the

network performance in a multi-hop broadcast especially at high densities. This

motivates us to study the effect of contention windows on the network performance

of a multi-class EDCA where messages are classified into different priority groups

of contention windows, and develop an analytical model to evaluate the network

performance that considers contention-window priorities, direct collisions, hidden

terminals and vehicle densities in a multi-hop setting, based on the IEEE 802.11p

EDCA. The analytical model is then validated by extensive simulations with differ-

ent parameters and multiple broadcasting schemes.

4.4.1 Analytical Model

The proposed model is extended from the model developed in Chapter 3 to capture

the effect of contention-window priority. A safety message with a higher priority

than a beacon message will be assigned a smaller value of contention window. The

analysis is summarised in Fig. 4.13 where the extension is highlighted. Specifically,

in the analysis of direct collisions, the probability that a vehicle cannot receive a

beacon message or safety message must be considered separately. This is because

by using a smaller value of contention window, the average time to serve a safety

message is smaller than that of a beacon message.

Let W b, W s denote the contention windows for beacon and safety messages

respectively (W b ≥ W s). The average number of backoff slots per a transmission for

a beacon message, denoted by W
b
, and that of a safety message, denoted by, W

s
,

are given by

W
b

=
W b − 1

2
, and W

s
=
W s − 1

2
. (4.4.17)

The probability that a vehicle attempts to transmit a beacon following an arbi-

trary backoff slot given that the vehicle has the beacon packet in its queue is

τ b =
1

W
b

+ 1
. (4.4.18)
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Figure 4.13: Summary of the analysis for the contention-window priority.
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Similarly, the probability that a vehicle attempts to transmit a safety message

given that the vehicle has the safety message in its queue is

τ s =
1

W
s

+ 1
. (4.4.19)

In the first transmission round, excepting the source, other vehicles only have

beacon messages. The direct collision probability due to beacon messages for a

receiver located at x in the first round, denoted by Db
1(x), where the superscript ‘b’

represents ‘beacon’, is given by

Db
1(x) = 1− (1− pb1τ b)Ndirect,1(x), (4.4.20)

where pb1 denotes the probability that a vehicle has a beacon message in its queue at

an arbitrary time, and recall that Ndirect,1(x) denotes the average number of nodes

in the direct collision area. The probability that a vehicle has a beacon in its queue

at an arbitrary time is given by

pb1 = λE[Sb1], (4.4.21)

where E[Sb1] denotes the average packet service time for beacon messages in the first

transmission round, which can be calculated using the same approach as for E[S1]

in Eqn. (3.5.12), by replacing W by W b. Note that here the analyses for safety

messages are similar.

In the second transmission round, recall that the probability that the transmis-

sion by the forwarder at f in region R1 is received without direct collisions at the

receiver located at x is given by

1−D2,R1(x, f) = [1−D2,NoReTx(x, f)] [1−D2,ReTx(x, f)] , (4.4.22)

where D2,NoReTx(x, f), and D2,ReTx(x, f) denote the direct collision probabilities

that a receiver located at x cannot receive the message from the forwarder f in the

NoReTx area and ReTx area of R1 respectively which are defined in Sec. 3.5.4.1.

Let us recall that the probability that a node in the NoReTx area has a message

(in this case, a beacon) in its queue at an arbitrary time by p2,NoReTx(x, f). The

probability that a receiver located at x receives the safety message from a forwarder
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at f in the NoReTx area of R1 without direct collisions is as follows

1−D2,NoReTx(x, f) = [1− p2,NoReTx(x, f)τb]
NNoReTx(x,f) . (4.4.23)

In the ReTx area, a node can have either a beacon message or a safety message.

The probability that a receiver located at x receives the safety message from a

forwarder at f in the ReTx area of R1 without direct collisions from both beacon

and safety messages is

1−D2,ReTx(x, f) = [1− p2,ReTx,b(x, f)τb]
NReTx(x,f)

[1− p2,ReTx,s(x, f)τs]
NReTx(x,f) , (4.4.24)

where p2,ReTx,b(x, f) and p2,ReTx,s(x, f) are the probabilities that a node in the ReTx

area has a beacon message and a safety message respectively in its queue at an

arbitrary time. Note that the analyses for hidden collisions, the overall PDR and

the delay are similar to those in Chapter 3.

4.4.2 Model Validation

In this section, we validate the analytical model by extensive simulations with mul-

tiple broadcasting schemes, for a wide range of vehicle densities, when varying Ws,

Wb. For the simulations, the EDCA module provided by the TKN group (Wiethölter

and Hoene, 2011) is used. Deviating from the previous sections, where safety and

beacon messages are in the same class, in this section, safety and beacon messages

are classified into different classes with different values of contention windows. For

simplicity, AIFSN for both beacon and safety messages are identical. Three perfor-

mance metrics are studied; they are the PDR, the mean delay, and the probability

that a node receives a message given the distance from the source. Parameter set-

tings are summarised in Table 4.3.

In Fig. 4.14, we confirm the accuracy of the model with multiple probabilistic

forwarding schemes where safety messages are prioritized using a smaller value of

contention window (Ws = 7,Wb = 255,Ws < Wb). The model captures correctly the

decrease in PDR when increasing vehicle densities for all densities observed. Besides,

even when given a higher priority for safety messages (Ws < Wb), a pure single-

hop is not an optimal choice for safety applications, as it cannot satisfy the strict
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Table 4.3: Parameter Setup for Simulations.

Parameter Value

Road length 4 km

Vehicle Density 25/ 40/ 50/ 75/ 100/ 130/ 150/ 200/ 250 vehicles/km

Speed 60 km/h to 80 km/h

Ws varying

Wb varying

Data rate 6 Mbps

Basic rate 6 Mbps

AIFSN 7

Slot time 20 µs

SIFS time 10 µs

Packet length 400 bytes
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Figure 4.14: The overall PDR for various multi-hop probabilistic forwarding

schemes, given a higher priority for safety messages (Ws = 7, Wb = 255).
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Figure 4.15: The overall PDR with different values of contention-window priority

for beacon and safety messages, given the IF scheme with different values of c (c = 3

and c = 30).

requirement of the overall PDR (e.g. ≥ 90%, as suggested in (IEEE Working Group

and others, 2010; Hassan et al., 2011)). It is important to note that this observation

also holds for other choices of Ws and Wb (see Fig. 4.15). Therefore, based on both

the analytical and simulation results, multi-hop re-transmissions are recommended

to increase the PDR, especially at high densities (e.g. > 100 vehicles/km).

In Fig. 4.15, we show the overall PDR with different priority levels for safety

messages by varying Ws,Wb, for the IF scheme with different values of c (c = 3 and

c = 30). Despite some insignificant under-estimation, the proposed model shows its

high accuracy. One interesting observation here is that giving too much priority for

safety messages in a multi-hop broadcast by reducing Ws does not improve the PDR,

due to the increase in direct collisions between safety messages. For example, in

Fig. 4.15, at the density of 250 vehicles/km, the overall PDR with (c = 3,Ws = 3,

Wb = 15) is lower than that (c = 3,Ws = 3, Wb = 1023) (68% < 72%). These

results also indicate that multi-hop with inappropriate contention windows cannot

satisfy the PDR requirement.

Furthermore, we observe a significant improvement in PDR by choosing an ap-
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Figure 4.16: The mean delay for various probabilistic forwarding schemes, given a

higher priority for safety messages (Ws = 7, Wb = 255).

propriate contention windows and coefficient c; the PDR can be increased from about

68% with (c = 3, Ws = 3, Wb = 15) to 91% with (c = 30, Ws = 7, Wb = 1023)

at the density of 250 vehicles/km. Therefore, an optimal design of (c,Ws,Wb) to

satisfy the PDR requirement based on the network context (e.g. vehicle densities)

is needed, which will be studied in Sec. 5.3.4.

Fig. 4.16 depicts the mean delay from our analysis and simulation for multiple

broadcasting schemes where safety messages are prioritized using a smaller value

of contention window (Ws = 7,Wb = 255,Ws < Wb). The results show the high

accuracy of the proposed model in terms of the mean delay for various broadcasting

schemes. The worst mean delay in both the multi-hop schemes and the single-hop

broadcast, observed with the high density of 250 vehicles/km, is still smaller than

16 ms which is well within the acceptable value for safety applications (i.e. ≤ 100

ms).

Fig. 4.17 presents the probability that a node successfully receives the safety

message as a function of its distance from the source for the IF scheme with (c = 3,

Ws = 7,Wb = 255). It can be observed that given different values of contention

windows for beacon and safety messages, the model captures correctly the decrease
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Figure 4.17: The overall probability that a node receives the safety message given an

interval distance from the source, for the IF scheme with c = 3,Ws = 7,Wb = 255.
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Figure 4.18: The average number of forwarders in the second transmission round

with different values of c, given Ws = 7, Wb = 255.
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in the average probability of successful reception when density increases due to the

increase in collisions. In addition, for a given node density, increasing the distance

will decrease the probability of successful reception, due to the fact that a node

farther away from the source is affected by a larger number of hidden terminals.

Fig. 4.18 shows the accuracy of our analytical model for the average number of

forwarders in round 2 for the IF scheme with different values of c,Ws,Wb. Our results

show the high accuracy of the proposed model with multiple densities, Ws,Wb, and

the model accurately captures the increase in the average number of forwarders with

an increase in the value of c.

4.5 Chapter Summary

In this chapter, we propose a simplified model that avoids the fixed-point calculations

in the analysis of direct collisions, while ensuring the high accuracy of the proposed

model. The model is compatible with both the IEEE 802.11p DCF and a single

class IEEE 802.11p EDCA. Besides, we study two different approaches to improve

the reliability for safety applications in DSRC, by identifying appropriate beacon

rates and contention windows.

In a single-hop broadcast, we study the effect of beacon rate on the network

performance, and develop a framework to suggest the optimal beacon rates based on

the utility maximization. The message utility considers the reliability requirements

of safety messages, and the accuracy of neighbourhood information collected by

beacon messages. The framework is underpinned by the simplified model. Our

results show that a single-hop broadcast protocol can satisfy safety requirements by

using appropriate beacon rates, with the improvement of up to 40% compared to that

obtained with the default beacon rate of 10 messages per second. Besides, further

insights regarding the trade-off between the accuracy of neighbourhood information

and the reliability of safety messages are provided by means of our proposed model.

In a multi-hop broadcast, we develop a comprehensive analytical model to eval-

uate the network performance of the multi-class IEEE 802.11p EDCA (or the stan-

dard EDCA) for a multi-hop broadcast protocol, where messages are classified into
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different priority groups of contention windows, ignoring the effect of AIFS. The

proposed model takes into account the impact of direct collisions, hidden terminals,

vehicle densities, and the spatial distribution of forwarders. Besides, we study the

effect of contention windows on the network performance of a multi-hop broadcast

protocol. Our results show the significant impact of contention windows on the re-

liability, and reveal that a multi-hop retransmission using inappropriate contention

windows cannot meet the PDR requirement for safety applications at high densities.

Later in Chapter 5, by means of the model, we provide the appropriate values of

contention windows for beacon and safety messages and coefficient c that satisfy the

safety requirements based on the vehicle density.
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“The beginning seems bitter to you, but the end is

sweeter for you. However, you cannot get through to

the end without having a beginning. You must begin

by all means.”

Israelmore Ayivor

5
Optimal Designs

5.1 Overview

In this chapter, by means of the proposed models in Chapter 3 and Chapter 4, we

suggest optimal designs as a function of vehicle density. To be more specific, for

each scenario, we answer the question whether either single-hop broadcast or multi-

hop broadcast should be used to disseminate messages in V2V safety applications.

For the chosen transmission scheme, an optimal design is provided based on our

numerical study of the effect of beacon rate, contention window, and aggressiveness

coefficient c on the network performance, using the models (just the simplified, or

both simplified and full) proposed in the previous chapters.

We show that by using appropriate parameters, both single-hop and multi-hop

broadcast protocols can meet all the strict performance requirements of the V2V

safety applications. Specifically, in the single-hop broadcast, by using the default
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Figure 5.1: The PDR for the single-hop broadcast with multiple values of contention

window for beacon messages, given Ws = 3, and Slot time = 20µs.

value of beacon rate (i.e. 10 messages/second) and the same contention window for

both safety and beacon messages (i.e. Ws = Wb = 31), the PDR is approximately

64%. By using optimal values of beacon rate and appropriate contention windows,

the PDR can be increased to 94% which is an improvement of 47%. Besides, a multi-

hop probabilistic forwarding scheme can improve the PDR from 64% to 99% (i.e.,

an improvement of 55%), by appropriately choosing the values of the coefficients

in the forwarding probability function (see Sec. 5.3.2). Note that in the multi-hop

broadcast, only the probabilistic forwarding schemes are considered.

5.2 Single-hop Designs

In this section, we first study the effect of the contention window and beacon rate

on the PDR of single-hop broadcast and then suggest the optimal parameters.

5.2.1 PDR Designs with Contention Window

In Fig. 5.1, we study the impact of contention window on the PDR and provide

the optimal values of contention window in the single-hop broadcast scheme. Given
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Figure 5.2: The PDR for the single-hop broadcast with multiple values of contention

window for safety messages, given Wb = 255, and Slot time = 20µs.

a fixed value of contention window for safety messages (i.e. Ws = 3), by varying

contention window for beacons (i.e. Wb ∈ [3, 255]), we study the PDR for a wide

range of vehicle densities of 25, 75, 130, and 250 vehicles/km. Fig. 5.1 shows that

Wb affects the PDR significantly, especially at high densities (e.g. 250 vehicles/km).

Increasing the value of Wb will improve the PDR until an optimal point where the

improvement is no longer significant. This is because beacon messages are the main

traffic in the network, increasing Wb will decrease the probability that messages are

sent at the same time slot. Therefore, the PDR will increase due to the decrease in

direct collisions between messages. For example, at the density of 250 vehicles/km,

increasing Wb from 3 to 255 increases the overall PDR from 54% to 71% (i.e., an

improvement of 31%). Besides, there exists an optimal point where increasing Wb

further does not improve the network performance. This is because packet collisions

can be classified into groups: direct collisions and hidden collisions. Increasing Wb

can only reduce the direct collisions but not the hidden collisions. For all densities

studied, this optimal point is about 255.

In Fig. 5.2, we study the effect of contention window for safety messages on the

PDR by varying Ws. The key observations are summarised as follows. Firstly, in
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Figure 5.3: The comparison of the PDR with different values of beacon rate, con-

tention windows for safety and beacon messages, given σ1 = 90%, σ2 = 20%.

contrast toWb, in the single-hop scheme, Ws does not affect the network performance

much as there is only one safety message transmitted by the source and other nodes

do not forward the message. Therefore, the possibility of direct collisions between

transmissions of safety message does not arise. For example, Fig. 5.2 shows that

the PDRs with Ws = 255 are similar to those with Ws = 3. Secondly, as shown in

Figs. 5.1 and 5.2, relying solely on appropriate values of Ws and Wb is not sufficient

to make the single-hop scheme satisfy the requirements of safety applications at high

vehicle densities (e.g. ≥ 130 vehicles/km).

5.2.2 PDR Designs with a combination of Contention

Window and Beacon Rate

In Fig. 5.3, we provide the PDR in a single-hop broadcast by using a combination

of optimal beacon rates and appropriate contention windows. Specifically, we study

two values of beacon rate, one of which is the optimal beacon rate obtained from

the optimization problem in Chapter 4 and the other is the default value of 10

messages/second. Two values of contention windows are used, that are 31 and

255. These values of contention windows are sufficient to reduce the direct collisions
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between messages (see Fig. 5.1 and its explanations).

Fig. 5.3 shows that a single-hop broadcast can meet the safety requirements by

using appropriate parameters of beacon rate and contention windows. As can be seen

from the figure, by using λ∗,Ws = 31,Wb = 255, the single-hop broadcast satisfies

the PDR requirement for all considered densities. For example, at the highest density

of 250 vehicles/km, the PDR increases from about 64%, corresponding to the default

value of beacon rate of 10 messages/second, Ws = Wb = 31, to 94%, corresponding

to the use of λ∗,Ws = 31,Wb = 255. Note that the optimal beacon rates λ∗ depend

on vehicle density.

5.3 Multi-hop Designs

In this section, we compare the PDRs of probabilistic forwarding schemes, and

investigate the effect of coefficient c, and contention windows on the PDR in a

multi-hop setting. Based on the obtained results, we suggest the corresponding

optimal parameters.

5.3.1 PDR Comparison between multiple Probabilistic

Schemes

In this section, based on the analytical results shown in Fig. 5.4, we provide a

fundamental comparison of multiple probabilistic forwarding schemes (see Table

3.1), such as the IF scheme (Panichpapiboon and Ferrari, 2008), the distance based

scheme (Wisitpongphan et al., 2007; Slavik and Mahgoub, 2010), and the constant

probability scheme (Slavik and Mahgoub, 2010; Fracchia and Meo, 2008).

We obtain the following insights from Fig. 5.4: (1) When the density ≤ 130

vehicles/km, the performance of these multi-hop schemes are satisfactory as the

PDRs are ≥ 90%. (2) When the density is sufficiently high (e.g., 250 vehicles/km),

the IF scheme is superior to other probabilistic schemes because the IF scheme

adapts to network condition by reducing the forwarding probability with an increase

in the density. (3) The performance of the flooding scheme (where all nodes are

assigned a constant probability of 1.0) rapidly degrades as the density increases due
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Figure 5.4: A fundamental comparison of the PDR between multiple probabilistic

forwarding schemes based on the analytical results, given Ws = Wb = 31, λ = 10

messages/second, and slot time = 20 µs.

to the so-called broadcast storm.

5.3.2 PDR Designs with Coefficient c

It is clear from Fig. 5.4 that the IF scheme, with appropriate choice of the parameter

c, performs quite well compared to the distance based scheme and the constant

probability scheme. In this subsection, we apply the analytical model to suggest

the minimum value of c that can achieve a required value of PDR. The idea behind

seeking the minimum possible c is that a lower value of c will cause fewer collisions

to the background beacon traffic, and obtain a smaller mean delay to transmit

safety messages. We also examine, by means of the analytical model, if it is possible

to achieve the required PDR using the much simpler single-hop broadcast scheme

with the default beacon rate of 10 messages/second. The results are summarised in

Fig. 5.5.

At a density of 25 vehicles/km, if PDR is not required to be greater than 96%,

then Fig. 5.5 shows that even the single-hop scheme is adequate in this case. With

the requirement of PDR > 96%, the single-hop broadcast is not good enough and
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Figure 5.5: The best broadcast protocol and/or optimal values of coefficient c (if us-

ing the IF scheme), at different vehicle densities, given different requirement thresh-

olds for PDR and Ws = Wb = 31, λ = 10 messages/second, and slot time = 20µs.

the multi-hop IF scheme with c = 5 is the optimal solution. At the high density

of 250 vehicles/km, the single-hop broadcasting can only meet the requirement of

PDR as low as ≤ 64%. For the same vehicle density, with multi-hop forwarding

with c > 20 (e.g., c = 25), however, a PDR as high as 99% is achievable, which is a

gain of 55% compared to the single-hop broadcast.

The idea to always use an extremely high value of c for all vehicle densities is

not the optimal solution, as increasing the value of c will introduce a higher mean

delay. For example, at the density of 250 vehicles/km, increasing c from 5 to 25

results in an increase of mean delay from 13 ms to 21 ms. In conclusion, for a given

node density, different PDR targets require different optimal values of c.

5.3.3 PDR Designs with Contention Windows

In this section, we study the effect of contention windows for beacon and safety mes-

sages and provide optimal values for the IF scheme with multiple vehicle densities,
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Contention Window for Safety Messages
3 15 31 63 127 255

P
ac

ke
t D

el
iv

er
y 

R
at

io

0.75

0.8

0.85

0.9

0.95

1

Density = 25 vehicles/km
Density = 75 vehicles/km
Density = 130 vehicles/km
Density = 250 vehicles/km

Figure 5.6: The overall PDR with different values ofWs for multiple vehicle densities,

given c = 20, Wb = 255, and Slot time = 20µs.

where messages are classified into different priority groups of contention windows.

Fig. 5.6 shows that, in multi-hop broadcasting schemes, giving too much priority

for safety messages by reducing the values of Ws does not increase the reliability of

safety messages, especially at high densities (e.g. 250 vehicles/km). This is because

a smaller value of Ws will cause a higher number of direct collisions between safety

messages. For example, at the density of 250 vehicles/km, c = 20 and Wb = 255, the

overall PDR decreases about 20% from 99% with Ws = 255 to 79% with Ws = 3.

Therefore, in contrast to the single-hop broadcast, where there is only one safety

message, in multi-hop broadcast, Ws affects significantly the PDR, as multiple copies

of the safety message are transmitted.

In contrast to our observation, where giving too much priority for safety messages

by using small values of Ws will decrease the PDR, in (Sun et al., 2013), the authors

suggest that using a message with higher priority can improve the reliability. This

paper analyses the network performance of the IEEE 802.11p EDCA MAC protocol

in a saturated network condition, taking into account the differentiated channel

access with different contention windows. However, the model in this paper does

not consider hidden collisions which influence the reliability significantly (Hassan
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Contention Window for Safety Messages
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Figure 5.7: The mean delay with different values of Ws for multiple vehicle densities,

given c = 20 and Wb = 255.

et al., 2011; Ma et al., 2012). This can cause the problematic observation.

Furthermore, Fig. 5.6 shows that there is an optimal value of Ws above which

increasing Ws further does not improve the PDR. For a given fixed Wb (of 255),

based on the obtained results, the optimal value of Ws is also 255 for all densities

observed.

Note that although Ws = 255 provides the best performance for all the densities

studied, there is a trade-off between the PDR and the mean delay. This is because

increasing Ws will result in larger mean delay, especially at high density as shown

in Fig. 5.7.

Fig. 5.7 studies the mean delay when varying Ws in the range of [3, 255], given

c = 20 and Wb = 255. As we can see from Fig. 5.7, the mean delay increases when

increasing Ws. Specifically, at the densities ≤ 130 vehicles/km, the mean delay

slightly increases from about 12.9 ms with Ws = 3 to 17.9 ms with Ws = 255. At

an extremely high density (e.g. 250 vehicles/km), on the other hand, increasing Ws

results in a significant increase in the mean delay. For instance, the mean delay

increases approximately 74% from 13.9 ms to 24.2 ms when increasing Ws from 3

to 255. This is because, at a higher vehicle density, a node will experience a higher
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Contention Window for Beacon Messages
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Figure 5.8: The overall PDR with different values ofWb for multiple vehicle densities,

given c = 3, Ws = 3, and Slot time = 20µs.

mean delay due to a higher average interruption time. The maximum mean delay

for all densities observed with Ws ≤ 255 is 24.2 ms, which satisfies the required delay

for safety applications (i.e. ≤ 100 ms). However, for some specific safety applications

that require the mean delay to be less than 20 ms (Harding et al., 2014, page 98),

one should choose Ws with utmost care.

In Fig. 5.8, by varying Wb, the effect of beacon contention window on the PDR is

studied. As can be seen from the figure, Wb affects significantly the PDR, especially

at high densities (e.g. 250 vehicles/km), as beacons are the main traffic in the net-

work,. Besides, increasing the values of Wb will improve the PDR until an optimal

point. For example, at the density of 250 vehicles/km, the overall PDR increases

from about 54% with Wb = 3 to 71% with Wb = 255. This is because increasing Wb

will decrease the probability that messages are sent at the same time slot. There-

fore, the PDR will increase due to the decrease in direct collisions between safety

messages and beacons. From Figs. 5.6 and 5.8, our results also show that only ap-

propriate values of (c,Ws,Wb) can satisfy the safety requirements. Optimal values

of (c,Ws,Wb) depend on vehicle density, which motivates us to study the optimal

parameter design in the next section.
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Figure 5.9: The appropriate values of (c, Ws, Wb) that satisfy the PDR and mean

delay requirements at the density of 25 vehicles/km.

5.3.4 PDR Designs with a combination of Coefficient c and

Window Priority

In this section, we design and suggest appropriate values for the parameter set of (c,

Ws, Wb) in the IF scheme that can satisfy both requirements of safety applications

(i.e. the PDR ≥ 90%, the mean delay ≤ 100 ms). Specifically, we investigate three

vehicle densities (i.e. 25, 130 and 250 vehicles/km), c ∈ [5, 10, 15, 20, 25], Ws = 2n−1,

and Wb = 2n − 1, with (2 ≤ n ≤ 9).

In Figs. 5.9, 5.10, and 5.11, we plot the sets of (c,Ws, Wb) that meet the re-

quirements of safety applications for the densities of 25, 130, and 250 vehicles/km

respectively. As can be seen from Fig. 5.9, at low densities (e.g. 25 vehicles/km),

all parameter settings, even with the very low values of c, Ws and Wb, can satisfy

the requirements of the PDR and mean delay. In other words, there is no difference

between c = 5 and c = 25 in Fig. 5.9. As a result, an arbitrary set of c ∈ [5, 25],

Ws = 2n−1, and Wb = 2n−1, with (2 ≤ n ≤ 9) can achieve the safety requirements.

At high density, on the other hand, it is required to carefully select parameters to

satisfy the required PDR. For example, at the densities of 130 and 250 vehicles/km,

c = 5 cannot satisfy the PDR with all values of Ws and Wb (see Figs. 5.10a, 5.11a).

Given the same vehicle density, increasing c until a point will result in more choices

for Ws,Wb. Besides, due to packet collisions, increasing vehicle density will require
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Figure 5.10: The appropriate values of (c, Ws, Wb) that satisfy the PDR and mean

delay requirements at the density of 130 vehicles/km.

W
s

3 31 63 127 255 511

W
b

3
31
63

127

255

511

(a) c = 5.

W
s

3 31 63 127 255 511

W
b

3
31
63

127

255

511

(b) c = 10.

W
s

3 31 63 127 255 511

W
b

3
31
63

127

255

511

(c) c = 15.

Figure 5.11: The appropriate values of (c, Ws, Wb) that satisfy the PDR and mean

delay requirements at the density of 250 vehicles/km.
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a higher c. For instance, at the density of 130 vehicles/km, given c ≥ 10, all values

Ws,Wb ≥ 15 can meet the safety requirements. However, at the density of 250

vehicles/km, all values of Ws,Wb ≥ 15 can only meet the safety requirements with

c ≥ 15. Furthermore, as we can see from the figure, given the same c, the number

of points for the set of (c,Ws,Wb) that satisfies the safety requirements decreases

when increasing vehicle density, due to the rise in packet collisions.

5.4 Chapter Summary

In this chapter, by means of the proposed models, for each scenario, we suggest

appropriate broadcast protocols and provide optimal values of parameters to dis-

seminate messages for safety applications. We consider both single-hop broadcast

and multi-hop broadcast, where in the multi-hop broadcast, we take into account

multiple probabilistic forwarding schemes. To suggest optimal values, we first study

the effect of contention window, beacon rate, and coefficient c in the IF scheme on

the network performance. Then, we provide optimal designs based on the vehicle

density. Our results show that both single-hop broadcast and multi-hop broadcast

can satisfy the requirements of safety applications by using appropriate parameters,

such as contention window, beacon rate and coefficient c.

119



“Ends are not bad things, they just mean that some-

thing else is about to begin. And there are many things

that do not really end, anyway, they just begin again

in a new way.”

C. JoyBell C.

6
Conclusion

6.1 Overview

In this chapter, we summarize the research presented in this thesis, its original contri-

butions, and future works. Specifically, in Sec. 6.2, we summarise our contributions.

Potential areas for the future works are then presented in Sec. 6.3.

6.2 Contributions

In this thesis, we provide original contributions to improve the message dissemi-

nation in vehicular networks for safety applications. Specifically, we study several

approaches to improve the reliability, including retransmission, beacon rate opti-

mization, and contention window priority. The contributions in this thesis are as

follows.
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6.2.1 Generic probabilistic forwarding scheme

At the beginning of Chapter 3, we proposed a generic probabilistic forwarding

scheme to retransmit safety messages in vehicular networks, where every vehicle

is assigned a certain probability to forward a safety message. The proposed scheme

is compatible with both the IEEE 802.11p DCF and the IEEE 802.11p EDCA, and

retains the best features of multiple existing schemes in the literature (Wisitpong-

phan et al., 2007; Panichpapiboon and Ferrari, 2008; Slavik and Mahgoub, 2010;

Fracchia and Meo, 2008). Besides, new potential forwarding schemes, that have not

been proposed yet in the literature, can also be obtained from the proposed scheme

(e.g. the Power Law scheme in Table 3.1). More importantly, the proposed scheme

is expected to be deployable in the real V2V equipment due to its simplicity and

robustness.

6.2.2 Performance analysis of a generic probabilistic for-

warding scheme

Later in Chapter 3, we developed a comprehensive analytical model to evaluate

the network performance for both a generic probabilistic forwarding scheme and a

single-hop broadcast. The proposed model takes into account the effect of hidden ter-

minals, direct collisions, vehicle densities, and the spatial distribution of forwarders

in a multi-hop broadcast, in an unsaturated network condition. The accuracy of

the proposed model is confirmed by extensive simulations using real traffic traces.

The model is compatible with the IEEE 802.11p DCF and a single class EDCA,

and can be used to evaluate the network performance of multiple schemes in the

group of probabilistic forwarding algorithms. We also developed a simplified model

that avoids the computationally intensive fixed point calculations, and therefore, is

suitable for use in system design.

6.2.3 Optimization of beacon rate

In Chapter 4, we investigated the effect of beacon rate on the network performance,

and developed an optimization problem to recommend optimal beacon rates, based
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on a utility maximization framework in a single-hop broadcast. The message utility

is constructed to ensure the reliability requirements for safety messages and main-

tain the accuracy of neighbourhood information collected by beacons. To do that,

we obtained the numerical relationship between the optimal beacon rate and the

system parameters (e.g. vehicle density, the weighting factor α for the optimization

problem). Our results showed that the single-hop broadcast using optimal beacon

rates can meet the requirements of safety applications, even without retransmissions

or prioritization.

6.2.4 Contention-window priority

Also in Chapter 4, we studied the effect of contention windows on the network

performance in a multi-hop broadcast setting, where messages are classified into

different priority groups of contention windows. We then developed a comprehensive

analytical model to evaluate the network performance that captures the effect of

contention-windows, vehicle densities, direct collisions, hidden terminals in a multi-

hop setting. Our results showed that contention window settings significantly affect

the reliability. Besides, inappropriately chosen contention windows might lead to

not meeting the PDR requirement even with multi-hop retransmissions.

6.2.5 Optimal Designs

By means of the proposed models in Chapters 3 and 4, we provided insights and

optimal designs, based on the network setting and different possible requirements for

safety applications in Chapter 5. Specifically, we suggest optimal broadcast protocol

(e.g. single-hop broadcast and multi-hop broadcast) and optimal parameter values

(e.g. for beacon rate, contention window, and coefficient c for the IF scheme) that

should be used to meet the strict requirements of the PDR and the mean delay

in safety applications. In fact, with different possible network requirements, these

optimal parameter values can be stored as a look-up table in the on-board units of

the vehicles in a real-life traffic.
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6.3 Future Work

Possible future directions are listed as follows. Firstly, when a car accident happens,

duplicate safety messages can be generated by multiple vehicles in the surrounding

area to warn drivers about the danger ahead. The challenge is to model and evaluate

the network performance when there are multiple safety messages issued by more

than one source at a time.

Secondly, the analytical model proposed in Chapter 4 can be used to evaluate

the network performance for the IEEE 802.11p EDCA where messages are classified

into different priority groups of contention windows, ignoring the effect of AIFS. Like

contention window, AIFS can be used to support service differentiation. Together

with contention window, AIFS can have a greater effect on the message priority.

Therefore, it is worth extending the proposed model to evaluate the network perfor-

mance that takes into account the effect of both contention window and the AIFS.

Thirdly, it is assumed in this thesis that vehicle densities on the 1D road follow a

uniform distribution. However, vehicles distributed on the road can follow other dis-

tributions, depending on many factors such as the road types, travel time, weather,

etc. Therefore, the proposed model should be extended to evaluate the network per-

formance with non-uniform distributions that are based on the real data collected,

for example, by GPS traces.

Finally, all vehicles are assumed to retransmit safety messages by using the same

probability forwarding function. However, vehicles can choose different forwarding

functions to forward messages, which is based on their own information collected by

the beacons. Therefore, it will be beneficial if the model can be extended to capture

this scenario. Besides, investigating the network performance in a more complex

topology (e.g. two-dimensional urban scenarios) and studying the effect of packet

size on the network performance are also potential future works.
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A
Obtaining specific schemes from the

generic probabilistic forwarding function

In this section, we explain how the probabilistic forwarding functions in Wisitpong-

phan et al. (2007),Panichpapiboon and Ferrari (2008), Slavik and Mahgoub (2010),

Fracchia and Meo (2008) (listed in Table 3.1) can be obtained from the proposed

generic forwarding function (Eqns. 3.4.1 and 3.4.2). The proposed generic forward-

ing function is as follows:

pb(x) = c1g(x, β,R, c2) = c1e
−h(x,β,R)

c2 .

In Panichpapiboon and Ferrari (2008) the forwarding probability function is

given by

p(x) = e
−β(R−x)

c2 .
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Setting c1 = 1, and h(x, β,R) = β(R− x), we obtain pb(x) as

pb(x) = c1e
−h(x,β,R)

c2 = e
−β(R−x)

c2 ,

where 1 ≤ c2 <∞. This is the forwarding probability used in Panichpapiboon and

Ferrari (2008).

In Wisitpongphan et al. (2007), Slavik and Mahgoub (2010) the forwarding prob-

ability function is given by

p(x) =
x

R
.

Setting c1 = 1, c2 = 1, and h(x, β,R) = ln(R
x

), we obtain pb(x) as

pb(x) = c1e
−h(x,β,R)

c2 = e−ln(
R
x
)

=
x

R
,

which is the forwarding probability in Wisitpongphan et al. (2007) and Slavik and

Mahgoub (2010).

In Slavik and Mahgoub (2010), Fracchia and Meo (2008) the forwarding proba-

bility function is given by

p(x) = c1 = const.

Setting c2 →∞, we have e
−h(x,β,R)

c2 → 1, and we obtain

pb(x)→ c1,

with 0 ≤ c1 ≤ 1. This is the forwarding probability in Slavik and Mahgoub (2010)

and Fracchia and Meo (2008).

We propose a new scheme, called the Power Law scheme, whose forwarding

probability function is given by

p(x) =
( x
R

)α
,

which can be obtained from the generic forwarding function by setting c1 = 1,

c2 = α, and h(x, β,R) = ln(R
x

) such that pb(x) becomes

pb(x) = c1e
−h(x,β,R)

c2 = e−
ln(Rx )

α =
[
eln(

x
R
)
]α

=
[ x
R

]α
,

with 1 ≤ α <∞.
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B
Hidden collision analysis with

retransmission region

As pointed out in Section 3.5.4.2, when the forwarder at f in round 2 is in region

R2 or R3, the hidden nodes may also have the safety message in their queues. In

this appendix, we analyse the case for region R2, i.e., when f ∈ (x,R].

When the forwarder in round 2 lies in region R2, as shown in Fig. 3.4, the hidden

nodes lie in the interval [−(R−x),−(R−f)]. Let p2,R2(x, f) denote the unconditional

probability that a hidden node forwards the message. We obtain p2,R2(x, f) by

p2,R2(x, f) =
1

f − x

∫ (R−f)

(R−x)
[s1(h

′)pb(h
′)] dh′. (B.0.1)

Since the hidden nodes may re-transmit the message or transmit a beacon that

may collide with the transmission of the forwarder at f , the forwarder’s transmission

is received at the receiver located at x without hidden collisions if it does not collide
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with the message re-transmissions nor with the beacon transmissions of the hidden

nodes.

Let Nhidden,R2(x, f) denote the number of hidden nodes when the forwarder in

round 2 is in region R2. It is easy to see that

Nhidden,R2(x, f) = β(f − x). (B.0.2)

As before, we approximate the aggregate beacon transmission process by the hidden

nodes as a homogeneous Poisson process of rate λNhidden,R2(x, f). Let

p(Hb
bc,R2, H

a
bc,R2)(x, f) denote the probability that the receiver at x receives the mes-

sage from the forwarder at f without collisions due to beacon (bc) transmissions by

the hidden nodes. Then, p(Hb
bc,R2, H

a
bc,R2)(x, f) is computed by

p(Hb
bc,R2, H

a
bc,R2)(x, f) = p(Hb

bc,R2)(x, f)p(Ha
bc,R2)(x, f), (B.0.3)

where, as before, we have

p(Hb
bc,R2)(x, f) = exp(−Nhidden,R2(x, f)λT )

= exp(−β(f − x)λT ),
(B.0.4)

and

p(Ha
bc,R2)(x, f) = exp(−Nhidden,R2(x, f)λtdata)

= exp(−β(f − x)λtdata).
(B.0.5)

Let p(Hb
2,R2, H

a
2,R2)(x, f) denote the probability that the receiver at x receives

the message from the forwarder at f without hidden node collisions (i.e., no hidden

node collision with message re-transmissions or beacon transmissions). We compute

p(Hb
2,R2, H

a
2,R2)(x, f) by

P (Hb
2,R2, H

a
2,R2)(x, f) = [1− p2,R2(x, f)]Nhidden,R2(x,f) p(Hb

bc,R2, H
a
bc,R2)(x, f).

(B.0.6)
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C
PDR after the third round

In this appendix, PDR after the third round is analysed. First, an effective condi-

tional forwarding probability is discussed. Consider a potential forwarder at point f

(see Fig. C.1) in round 3 which successfully received the message for the first time in

round 2. Let f ′ denote the location of the forwarder in round 2 from which the for-

warder in round 3 located at f received the message for the first time. The location

f ′ is a random variable over the support set [−(R−f), R], and its actual distribution

is intractable. We approximate the distribution of f ′ as a uniform random variable

over [−(R − f), R]. Then, the effective conditional forwarding probability of the
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0

2R

f

f Rf - f1 f + f2 - R - (R - f) 

f1 f2 

Figure C.1: Possible locations of forwarders for a node at point f in the second

round is the interval [−(R− f), R].

forwarder in round 3 located at f is obtained by

p∗b(f) =
1

2R− f

∫ R

−(R−f)
pb(|f − f ′|)df ′

=
1

2R− f

[∫ f

−(R−f)
pb(f − f ′)df ′ +

∫ R

f

pb(f
′ − f)df ′

]
=

1

2R− f

[∫ R

0

pb(f1)df1 +

∫ R−f

0

pb(f2)df2

]
, (C.0.1)

where we have the transformation of variables as f1 = f − f ′ and f2 = f ′ − f

(see Fig. C.1). Note that this effective conditional forwarding probability of the

forwarder in round 3 and that of subsequent rounds are the same. As the location

of the forwarder in the previous round (e.g. f ′) can be anywhere in the transmission

round of the potential forwarder f .

Next, we calculate the average number of forwarders in the third transmission

round. Note that the potential forwarders in the third transmission round are pre-

cisely the nodes that receive the message for the first time in the second round, i.e.,

they must not have received the message in the first round. The probability that

a node at f receives the message in the second transmission round and has not re-

ceived the message in the first transmission round is given by [1− s1(f)] s2(f). The

unconditional forwarding probability for a node at f in the third transmission round

is then given by [1− s1(f)] s2(f)pb,2(f). Then, as in round 2, the average number of

forwarders in the third transmission round, denoted by Nforwarder,3, is obtained by

Nforwarder,3 = (β2R− 1)

[
1

R

∫ R

0

[1− s1(f)] s2(f)p∗b(f)df

]
. (C.0.2)

The average number of forwarders for a particular receiver at x in the third

transmission round, denoted by Nforwarder,3(x), and the probability that a receiver

at x receives the message from an arbitrary forwarder in the third transmission
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round, denoted by s3,1F (x), can be obtained by following the same approach as that

for Nforwarder,2(x) and s2,1F (x), respectively. Then, the probability that a receiver

at x successfully receives the message in the third transmission round from at least

one of the forwarders, denoted by s3(x), can be computed by

s3(x) = 1− [1− s3,1F (x)]Nforwarder,3(x) . (C.0.3)

The probability that an arbitrary node in the range of the source receives the

message only in the third transmission round, denoted by s3, is obtained by

PDR3 = s3 =
1

R

∫ R

0

s3(x)dx. (C.0.4)

The probability that a receiver at x successfully receives the message in the first

or the second or the third transmission round, denoted by s123(x), is obtained by

s123(x) = 1− [1− s12(x)] [1− s3(x)] . (C.0.5)

The probability that an arbitrary node in the range of the source receives the

message after the third transmission round (i.e., in the first or second or third round),

denoted as s123, is computed by

s123 =
1

R

∫ R

0

s123(x)dx. (C.0.6)

The Packet Delivery Ratio after the third transmission round, denoted by PDR123

is

PDR123 = s123. (C.0.7)
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The average number of forwarders after

the third round

In this appendix, we obtain the average number of forwarders after the third round.

We use the same approach to obtain the average number of forwarders in the third

round, described in the Appendix C.

The forwarders in round i (i > 3) is precisely the nodes that receive the message

in the round (i−1) for the first time, that means, they must not receive the message

in rounds 1, 2, ..., (i − 2). The probability that a node at f receives the message in

round (i− 1) and has not received the message in rounds 1, 2, ..., (i− 2), is given by

[1− s1(f)] [1− s2(f)] ...
[
1− s(i−2)(f)

]
s(i−1)(f).

The unconditional forwarding probability for a node at f in round i is then given

by

[1− s1(f)] [1− s2(f)] ...
[
1− s(i−2)(f)

]
s(i−1)(f)p∗b(f),
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where p∗b(f) is the effective conditional forwarding probability, obtained in the Ap-

pendix C (Eqn. (C.0.1)).

Then, the average number of forwarders in the round i, denoted by Nforwarder,i,

is obtained by

Nforwarder,i = (β2R− 1)

[
1

R

∫ R

0

[1− s1(f)] [1− s2(f)] ...
[
1− s(i−2)(f)

]
s(i−1)(f)p∗b(f)df

]
.

(D.0.1)
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In this section, we solve the optimization problem in (4.3.11) by solving the KKT

conditions (4.3.13). Specifically, the optimization problem is divided into two cases:

with and without considering direct collisions.

A. Analysis without Direct Collisions

Without direct collisions, the probability that a node at x receives successfully a

message, obtained from Eqn. (3.5.18), is

s1(λ, x) = p(Hb
1, H

a
1 )(λ, x)

= exp [−β(T + tdata)λx] .
(E.0.1)

The probability that an arbitrary vehicle receives a message, obtained from
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Eqn. (3.5.19), is

s1(λ) =
1

R

∫ R

0

s1(λ, x)dx =
1

R

∫ R

0

p(Hb
1, H

a
1 )(λ, x)dx

=
exp [−β(T + tdata)λR]− 1

−β(T + tdata)λR

=
enλ − 1

nλ
,

(E.0.2)

where n = −β(T + tdata)R.

Next, d
dλ
s1(λ) and d

dλ
[1− s1(λ)]λL in (4.3.13) are obtained as follows

d

dλ
s1(λ) =

d

dλ

(
enλ − 1

nλ

)
=

1

n

d

dλ

(
enλ

λ
− 1

λ

)
=

1

n

[
enλ(nλ− 1)

λ2
+

1

λ2

]
,

(E.0.3)

and

d

dλ
[1− s1(λ)]λL = [1− s1(λ)]λL−1

{
λL

(
− d

dλ
s1(λ)

)
+ L [1− s1(λ)] log [1− s1(λ)]

}
.

(E.0.4)

B. Analysis with Direct Collisions

In this section, we compute the probability that a node at x successfully receives a

message with direct collisions. Let recall that D1(λ, x) is the probability of direct

collisions for a node at x (see Eqn. (3.5.3)). D1(λ, x) is given by

D1(λ, x) = 1− [1− τp1(λ)]Ndirect,1(x) . (E.0.5)

The probability that a node at x successfully receives a message with direct

collisions is

s1(λ, x) = [1−D1(λ, x)] p(Hb
1, H

a
1 )(λ, x)

= [1− τp1(λ)]Ndirect,1(x) exp [−β(T + tdata)λx]

= [g(λ)]Ndirect,1(x) exp [xh(λ)] ,

(E.0.6)

where

g(λ) = 1− τp1(λ), (E.0.7)

h(λ) = −β(T + tdata)λ, (E.0.8)

Ndirect,1(x) = β(2R− x)− 1. (E.0.9)
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The probability that a vehicle has a message in its queue at an arbitrary time is

given by

p1(λ) = λE[S1](λ) = λ {E[T ] + E[B1](λ)}

= λ
{
T +W [l + E[Y1](λ)]

}
= λ

{
T +W [l + T [1− exp(−λlNtotal)]]

}
= Cλ−Dλ exp(−λlNtotal),

(E.0.10)

where

C = T +Wl +WT, (E.0.11)

and

D = WT. (E.0.12)

Therefore the probability that an arbitrary vehicle receives a message considering

direct collisions is as follows

s1(λ) =
1

R

∫ R

0

s1(λ, x)dx

=
1

R

∫ R

0

{
[g(λ)]Ndirect,1(x) exp [xh(λ)]

}
dx

=
1

R
[g(λ)]β2R−1

∫ R

0

{
exp [xh(λ)]

[g(λ)]βx

}
dx

=
1

R
[g(λ)]β2R−1

[g(λ)]−βR exp[Rh(λ)]− 1

h(λ)− βlog [g(λ)]

=
1

R

[g(λ)]βR−1 exp[Rh(λ)]− [g(λ)]β2R−1

h(λ)− βlog [g(λ)]
.

(E.0.13)

Next, we compute d
dλ
s1(λ) as follows:

d

dλ
s1(λ) =

d

dλ

{
1

R

[g(λ)]βR−1 exp[Rh(λ)]− [g(λ)]β2R−1

h(λ)− βlog [g(λ)]

}

=
1

R

{
d

dλ

[
[g(λ)]βR−1 exp[Rh(λ)]

h(λ)− βlog [g(λ)]

]
− d

dλ

[
[g(λ)]β2R−1

h(λ)− βlog [g(λ)]

]}
.

(E.0.14)

We obtain d
dλ

[
[g(λ)]β2R−1

h(λ)−βlog[g(λ)]

]
, and d

dλ

[
[g(λ)]βR−1 exp[Rh(λ)]

h(λ)−βlog[g(λ)]

]
as follows

d

dλ

[
[g(λ)]β2R−1

h(λ)− βlog [g(λ)]

]

=
{h(λ)− βlog[g(λ)]} d

dλ

[
g(λ)β2R−1

]
h(λ)− βlog [g(λ)]

−
[g(λ)]β2R−1 d

dλ {h(λ)− βlog [g(λ)]}
h(λ)− βlog [g(λ)]

, (E.0.15)
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where

d

dλ
{h(λ)− βlog [g(λ)]} =

d

dλ
h(λ)− β d

dλ
log[g(λ)]

= −β(T + tdata)−
β

g(λ)

d

dλ
g(λ),

(E.0.16)

and
d

dλ

[
g(λ)β2R−1

]
= (β2R− 1) [g(λ)]β2R−2

d

dλ
g(λ). (E.0.17)

Next, d
dλ
g(λ) is obtained as follows

d

dλ
g(λ) =

d

dλ
[1− τp1(λ)] = −τ d

dλ
p1(λ). (E.0.18)

From (E.0.10), d
dλ
p1(λ) is obtained by

d

dλ
p1(λ) =

d

dλ
[Cλ−Dλ exp(−λlNtotal)]

= C −D d

dλ
[λ exp(−λlNtotal)]

= C −D {exp(−λlNtotal)− λlNtotal exp(−λlNtotal)} . (E.0.19)

We now obtain d
dλ

[
[g(λ)]βR−1 exp[Rh(λ)]

h(λ)−βlog[g(λ)]

]
d

dλ

[
[g(λ)]βR−1 exp[Rh(λ)]

h(λ)− βlog [g(λ)]

]

=
{h(λ)− βlog [g(λ)]} d

dλ

{
[g(λ)]βR−1 exp[Rh(λ)]

}
h(λ)− βlog [g(λ)]

−
{

[g(λ)]βR−1 exp[Rh(λ)]
}

d
dλ
{h(λ)− βlog [g(λ)]}

h(λ)− βlog [g(λ)]
, (E.0.20)

where d
dλ
{h(λ)− βlog [g(λ)]} is analysed from (E.0.16).

We have

d

dλ

{
[g(λ)]βR−1 exp[Rh(λ)]

}
= [g(λ)]βR−1R exp[Rh(λ)]

d

dλ
h(λ) + exp[Rh(λ)](βR− 1)[g(λ)]βR−2

d

dλ
g(λ), (E.0.21)

and

d

dλ
[1− s1(λ)]λL

= [1− s1(λ)]λL−1
{
λL

d

dλ
[1− s1(λ)] + [1− s1(λ)] log[1− s1(λ)]

d

dλ
(λL)

}
= [1− s1(λ)]λL−1

{
−λL d

dλ
[s1(λ)] + L [1− s1(λ)] log[1− s1(λ)]

}
, (E.0.22)

where d
dλ
s1(λ) is obtained from (E.0.14).
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