"A Time Bomb For Civil Liberties": France Adopts a New Biometric ID Card
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On Tuesday March 6, the French National Assembly (Assemblée Nationale) passed a law proposing the creation of a new biometric ID card for French citizens with the justification of combating "identity fraud". More than 45 million individuals in France will have their fingerprints and digitized faces stored in what would be the largest biometric fingerprint database in the country. The bill was immediately met with negative reactions. Yesterday more than 200 members of the French Parliament referred it to the Conseil constitutional (http://www.huffingtonpost.fr/2012/03/07/loi-fichier-biometrique-conseilconstitutional-n_1326107.html?ref=france), challenging its compatibility with Europeans' fundamental rights framework, including the right to privacy and the presumption of innocence. The Conseil will consider whether the law is contrary to the French Constitution.1

The new law compels the creation of a biometric ID card that includes a compulsory chip containing various pieces of personal information, including fingerprints, a photograph, home address, height, and eye color. Newly issued passports will also contain the biometric chip. The information on the biometric chip will be stored in a central database. A second, optional chip will be implemented for online authentication and electronic signatures, which will be used for e-government services and e-commerce.

François Pillet, a French senator, called the initiative a time bomb for civil liberties (http://www.senat.fr/seances/s201111/s20111103/s20111103004.html), warning that those interested in protecting civil liberties must stop the creation of a database that could be transformed into a dangerous, draconian tool.2 EFF couldn't agree more. Last year, Privacy International, EFF, and 80 other civil liberties organizations asked the Council of Europe to study whether biometrics policies respect the fundamental rights of every European (https://www.privacyinternational.org/article/petition-council-europe-government-use-citizens-biometrics). Governments are increasingly demanding storage of citizens' biometric data (https://www.privacyinternational.org/article/petition-council-europe-government-use-citizens-biometrics) on chips embedded into identity cards or passports, and centrally kept on government databases, all with little regard to citizens' civil liberties.3 France's National Commission on IT and Freedoms (CNIL) also published a report criticizing (http://www.cnil.fr/fileadmin/documents/approfondir/dossier/CNI-biometrie/CNIL-PPLidentite-Noteobservations-25-10-2011.pdf) the creation of the centralized biometric database.

France does not have a good track record of initiatives involving biometric identification. In 2009, it introduced biometric passports—which proved to be a disaster. Last year, the French Minister of the Interior admitted that 10 percent of biometric passports (http://www.leparisien.fr/faits-divers/plus-de-10-des-passeports-biometriques-seraient-des-faux-19-12-2011-1775325.php) in circulation were fraudulently obtained. It is therefore ironic that the justification for the biometrics bill was that it is needed to combat identity fraud.4

Biometric databases posed a mission-creep threat since the data can be used for reasons beyond identity fraud. The French legislation lists certain crimes in which authorities could use the biometric databases to identify suspects. History has shown that databases in France created for one purpose have been used for others: In 1998 for example, France created a national DNA database of sex offenders, but its scope was expanded to include data from those convicted of other serious violent criminal offences and terrorism.4 The database was
later expanded to include the data of those who committed a wide range of offenses. Anyone suspected of any crime is now compelled to submit a DNA sample as well.

Moreover, the measure is non-proportionate, given that there are less than 10,000 annual instances of fraudulent identity documents reported in France. It is difficult to argue that this justifies fingerprinting and face digitization of an estimated 45 million individuals and storing this information in a central biometric database.

Disturbingly, it seems that there may be other motives behind this bill, besides the prevention of identity fraud. Several documents suggest that French smart cards and biometrics companies, such as Morpho (http://www.morpho.com/), Oberthur (http://www.oberthur.com/), Thalès (http://www.thalesgroup.com/Group/Home/), and Gemalto (http://www.gemalto.com/index.html), have been lobbying (http://owni.fr/2011/12/22/lobbying--pour--ficher--les--bons--francais/) heavily for the creation of a national biometric identity card as a means of creating domestic market opportunities for French smart card and biometrics companies. Senator Jean-René Lecerf, who introduced the bill, bluntly noted that while French companies are leaders in biometrics technologies (http://www.senat.fr/rap/110-432//110-43210.html), they do not sell anything domestically. He claims that this creates an export disadvantage compared to competitors based in the United States.

EFF urges the Conseil constitutionnel to consider the negative implications of the new law on the rights and freedoms of French citizens, and especially noting the vast disproportionality to its aims. Furthermore, France’s poor track record on biometric passports and databases expanded far beyond their original purpose does not bode well for the success of this new law. This invasive law brings undue interference into citizens’ private lives. The Conseil constitutionnel should reject it as unconstitutional.
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Some notable tweets about the bill:

(In German) https://twitter.com/#!/unwatched/statuses/177773053789470720

(In French) https://twitter.com/#!/Skhaen/statuses/177843296327045120
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1. The Conseil is the main authority to rule on whether or not laws that are challenged are in fact unconstitutional.

2. Direct quote (in French): "Monsieur le ministre, nous ne pouvons pas, élus et Gouvernement, en démocrates soucieux des droits protégeant les libertés publiques, laisser derrière nous - bien sûr, en cet instant, je n'ai aucune crainte, en particulier parce que c'est vous qui êtes en fonction - un fichier que d'autres, dans l'avenir, au fil d'une histoire dont nous ne serons plus les écrivains, pourraient transformer en un outil dangereux, liberticide."

3. Other countries with compulsory biometric ID cards or cards that contain a chip with identifying information about the holder in Europe include Albania, Portugal and Spain, with various other countries considering their implementation.

4. As a result of the enactment of Article 56 of the Loi no 2001-1062 du 15 novembre 2001 relative à la sécurité quotidienne (http://admi.net/jo/20011116/INTX0100032L.html).
